[image: image1.png]


 DOCPROPERTY  "ECSS Standard Number"  \* MERGEFORMAT 
ECSS-M-ST-40C Rev. 1

6 March 2009

Annex A  (normative)
Configuration management plan - DRD

A.1 DRD identification

A.1.1 Requirement identification and source document

This DRD is called from ECSS-M-ST-40, requirement 5.2.1.1a.

A.1.2 Purpose and objective

The objective of the configuration management plan is to provide in a single document all elements necessary to ensure that the implementation of configuration management meets customer requirements and is commensurate with the programme or project, organization, and management structure.

A.2 Expected response 

A.2.1 Scope and content

<1> Introduction

a. The configuration management plan shall contain a description of the purpose and objective prompting its preparation.

<2> Applicable and reference documents

b. The configuration management plan shall list the applicable and reference documents in support of the generation of the document.

<3> Management

<3.1> Organization

c. The configuration management plan shall describe the organizational context, both technical and managerial, within which the prescribed configuration management activities shall be implemented. 

d. The configuration management plan shall also describe the interface with other CM organizations (customer and supplier) and the CM relationship to other internal organization elements.

e. The configuration management plan shall also describe the interface for the information management activities.

<3.2> Responsibilities

f. The configuration management plan shall describe the allocation of responsibilities and authorities for configuration management activities to organizations and individuals within the programme or project structure.

<3.3> Policies, directives and procedures

g. Any external constraints, or requirements, placed on the configuration management plan by other policies, directives, or procedures shall be identified in this section together with the consequences of applying these to the programme or project. 

<3.4> Security 

h. Customer and suppliers shall indicate within the configuration management plan the classification classes to be applied and the relevant documentation set.

<4> Configuration Management 

<4.1> General

i. The configuration management plan shall identify all functions and processes, both technical and managerial, required for managing the configuration of the programme or project. 

j. The configuration management plan shall introduce the following, as a minimum:

1. configuration identification;

2. configuration control;

3. configuration status accounting;

4. configuration audits and reviews;

5. interface control;

6. supplier control.

<4.2> Configuration identification

k. The configuration management plan shall identify, name, and describe the documented physical and functional characteristics of the information to be maintained under configuration management control for the programme or project.

l. The configuration management plan shall describe the following, as a minimum:

1. product tree establishment (System decomposition);

2. identification of configuration items, i.e. the selection process of the items to be controlled and their definitions as they evolve or are selected;

3. naming of configuration items, i.e. the specification of the identification system for assigning unique identifiers to each item to be controlled;

4. configuration baselines establishment and maintenance;

5. interface identification;

6. configuration documentation and data release procedures.

m. In case of software configuration item and where a tool is used to build its baseline, the following shall be described:

1. procedure to enter a software configuration item into a baseline;

2. procedure to configure and establish a baseline;

3. software products and records to define a baseline;

4. procedure to approve a baseline;

5. authority to approve a baseline.

n. In case software libraries are established, the following shall be identified:

1. library types;

2. library locations;

3. media used for each library;

4. library population mechanism;

5. number of identical libraries and the mechanism for maintaining parallel contents;

6. library contents and status of each item included in;

7. conditions for entering a SCI, including the status of maturity compatible with the contents required for a particular software library type;

8. provision for protecting libraries from malicious and accidental harm and deterioration;

9. software recovery procedures;

10. conditions for retrieving any object of the library;

11. library access provisions and procedures.

<4.3> Configuration control

o. The configuration management plan shall describe the configuration control process and data for implementing changes to the configuration items and identify the records to be used for tracking and documenting the sequence of steps for each change.

p. The configuration management plan shall describe the following, as a minimum:

1. configuration control board functions, responsibilities, authorities;

2. processing changes;

3. change requests;

4. change proposal;

5. change evaluation;

6. change approval;

7. change implementation;

8. processing planned configuration departures (deviations);

9. processing unplanned configuration departures (product nonconformances, waivers).

<4.4> Interface control

q. The configuration management plan shall describe the process and data for coordinating changes to the programme or project configuration management items with changes to interfaces.

<4.5> Supplier control

r. For both subcontracted and acquired products (i.e. equipment, software or service), the configuration management plan shall define the process and data to flow down the CM requirements and the programme monitoring methods to control the supplier. 

s. The configuration management plan shall define the process and data to incorporate the supplier developed items into programme or project configuration management and to coordinate changes to these items. 

t. The configuration management plan shall also describe how the product is received, tested, and placed under configuration control.

<4.6> Configuration status accounting

u. The configuration management plan shall describe the process and data for reporting the status of configuration items. 

v. The following minimum information shall be tracked and reported for each configuration management item:

1. status of the configuration baselines;

2. design status of the configuration item;

3. status of configuration documentation and configuration data sets;

4. status of approval of changes and deviations and their implementation status;

5. status of discrepancies and actions arising from technical reviews and configuration verification reviews.

<4.7> Configuration verification

w. The configuration management plan shall describe the process and data to verify the current configuration status from which the configuration baselines are established. 

x. The configuration management plan shall provide the description of verification plans, procedures and schedules.
y. The configuration management plan shall identify how the recording, reporting and tracking of action items and incorporation of review recommendations are maintained.

<4.8> Audits of CM system

z. The configuration management plan shall describe the process, data and schedule for configuration audits to ensure that the configuration management of the programme or project is performed. 

aa. As a minimum, the configuration management plan shall enable that

1. the CM process is properly defined, implemented and controlled, and

2. the configuration management items reflect the required physical and functional characteristics.

<4.9> Technical data management

ab. The configuration management plan shall describe the process and data to access and maintain text and CAD files, data and software repositories, and the implementation of any PDM system.

<5> Information/documentation  management

<5.1> Information identification

ac. The configuration management plan shall describe the main information/documentation categories, such as management information, contractual documentation or engineering data, to be established and used throughout the programme/project life cycle.

ad. The configuration management plan shall describe methods for information/document identification including versioning.

ae. The configuration management plan should list the codes for companies, information types, models, subsystems, etc. which are applied specifically in the identification method or are in general use during project execution. 

af. The configuration management plan shall identify the metadata structures of the main information categories.

<5.2> Data formats

ag. The configuration management plan shall define for the various information categories the data formats to be used for

1. content creation and update

2. distribution

3. archiving

ah. The configuration management plan shall specify which format takes precedence in case a format conversion is applied.

<5.3> Processes

ai. The configuration management plan shall describe the actors involved in, as well as the method and processes for, creating, collecting, reviewing, approving, storing, delivering and archiving information items.

aj. The configuration management plan shall describe the handling of legacy documentation and "off-the-shelf" documentation.

ak. The configuration management plan shall define the information retention period.

<5.4> Information systems

al. The configuration management plan shall list the project information systems to be used for creating, reviewing, storing, delivering and archiving the main information categories 
NOTE  For example: ABC for schedule, and XYZ for engineering DB.
<5.5> Delivery methods

am. The configuration management plan shall describe the methods used to deliver TDPs.

<5.6> Digital signature

an. The configuration management plan shall define the procedures, methods and rules applicable to digital signatures. This comprises information about the following aspects:

1. certificate type

2. management of signature key

3. time stamping

4. signing of PDF documents

5. multiple signatures per document

<5.7> Information status reporting

ao. The configuration management plan shall describe the process and content for reporting the status of information items.

ap. For documentation the following attributes shall be reported as a minimum: document identification, version, title, issue date, status, and document category.

<6> Schedule and resources

<6.1> Schedule

aq. The configuration management plan shall establish the sequence and coordination for all the configuration management activities and all the events affecting the CM plan’s implementation.

<6.2> Resources

ar. The configuration management plan shall identify the tools, techniques, equipment, personnel, and training necessary for the implementation of configuration management activities.

A.2.2 Special remarks

as. The response to this DRD may be combined with the response to the project management plan, as defined in ECSS-M-ST-10. 
