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Annex C (normative) 
Software product assurance milestone report (SPAMR) - DRD

A-A-

C.1 DRD identification

C.1.1 Requirement identification and source document

The software product assurance milestone report (SPAMR) is called from the normative provisions summarized in Table C-1.

Table C-1 : SPAP traceability to ECSS-E-ST-40 and ECSS-Q-ST-80 clauses

	ECSS Standard
	Clause
	DRD section

	ECSS-Q-ST-80
	5.2.2.3
	All

	
	5.6.1.2
	<5>.1

	
	5.6.1.3
	<5>.2

	
	6.2.5.4
	<7>

	
	6.2.5.5
	<7>

	
	6.2.6.3
	<4>

	
	6.2.6.7
	<4>

	
	6.2.8.5
	<6>

	
	6.3.3.4
	<6>

	
	6.3.3.6
	<6>.1

	
	6.3.3.7
	<6>.2

	
	6.3.4.7
	<6>

	
	6.3.5.3
	<8>

	
	6.3.5.5
	<8>

	
	6.3.5.12
	<8>

	
	7.1.6
	<7>

	
	7.1.8
	<7>


C.1.2 Purpose and objective

The software product assurance milestone report is a constituent of the product assurance file (PAF). 

The main purpose of the software product assurance milestone report is to collect and present at project milestones the reporting on the software product assurance activities performed during the past project phases.

C.2 Expected response

C.2.1 Scope and content

<1> Introduction

a. The SPAMR shall contain a description of the purpose, objective, content and the reason prompting its preparation.

<2> Applicable and reference documents

b. The SPAMR shall list the applicable and reference documents to support the generation of the document.

<3> Terms, definitions and abbreviated terms 

c. The SPAMR shall include any additional terms, definition or abbreviated terms used.

<4> Verification activities performed

d. The SPAMR shall contain reporting on verification activities performed by the product assurance function, including:

1. reviews;

2. inspections;

3. walk-throughs;

4. review of traceability matrices;

5. documents reviewed.

e. The SPAMR shall contain reporting on the verification of the measures applied for the handling of critical software.

<5> Methods and tools 

f. The SPAMR shall include or reference a justification of the suitability of the methods and tools applied in all the activities of the development cycle, including requirements analysis, software specification, design, coding, validation, testing, configuration management, verification and product assurance.

g. The SPAMR shall include reporting on the correct use of methods and tools.

<6> Adherence to design and coding standards

h. The SPAMR shall include reporting on the adherence of software products to the applicable modelling, design and coding standards, including:

1. reporting on the application of measures meant to ensure that the design complexity and modularity meet the quality requirements;

2. reporting on design documentation w.r.t. suitability for maintenance.

<7> Product and process metrics

i. The SPAMR shall include reporting on the collected product and process metrics, the relevant analyses performed, the corrective actions undertaken and the status of these actions.

j. The results of the software maturity analysis shall also be reported.

<8> Testing and validation

k. The SPAMR shall include reporting on adequacy of the testing and validation documentation (including feasibility, traceability repeatability), and on the achieved test coverage w.r.t. stated goals.

<9> SPRs and SW NCRs

l. The SPAMR shall include reporting on the status of software problem reports and nonconformances relevant to software.

<10> References to progress reports

m. Whenever relevant and up-to-date information has been already delivered as part of the regular PA progress reporting, a representative summary shall be provided, together with a detailed reference to the progress report(s) containing that information.

C.2.2 Special remarks

The response to this DRD may be combined with the response to the project product assurance report, as defined in ECSS-Q-ST-10. 
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