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Annex J  (normative)
Software validation plan (SValP) - DRD

J.1 DRD identification 

J.1.1 Requirement identification and source document

The software validation plan (SValP) is called from the normative provisions summarized in Table J-1.

Table J-1 : SValP traceability to ECSS-E-ST-40 and ECSS-Q-ST-80 clauses

	ECSS Standard
	Clauses
	DRD section

	ECSS-E-ST-40 

	5.6.2.1a. 
	<4>, <6>

	
	5.6.2.1b.
	<4.6>, <5>, <7>

	
	5.6.2.1c.
	<4>

	
	5.8.3.9 (TS + RB)
	<9>

	ECSS-Q-ST-80
	6.2.8.2
	<4.1>c.

	
	6.2.8.7
	<4.1>c.

	
	6.3.5.22
	<4>

	
	6.3.5.23
	<4.4>

	
	6.3.5.24
	<4.6>

	
	6.3.5.25
	<5>

	
	6.3.5.29
	<6>


J.1.2 Purpose and objective 

The software validation plan is a constituent of the design justification file (DJF). Its purpose is to provide the definition of organizational aspects and management approach to the implementation of the validation tasks.

The objective of the software validation plan is to describe the approach to the implementation of the validation process for a software product.

J.2 Expected response 

J.2.1 Scope and content 

<1> Introduction

a. The SValP shall contain a description of the purpose, objective, content and the reason prompting its preparation.

<2> Applicable and reference documents

b. The SValP shall list the applicable and reference documents to support the generation of the document.

<3> Terms, definitions and abbreviated terms 

c. The SValP shall include any additional terms, definition or abbreviated terms used.

<4> Software validation process planning

<4.1> General

d. The SValP shall describe the approach to be utilized to implement the validation process, the required effort, and the level of required independence for the validation tasks. 

e. The SValP shall also address, if it is applicable to the software validation campaign against the requirements baseline, to the software validation campaign against the technical specification, or, for both. 

f. The SValP shall address separately the activities to be performed for manually and automatically generated code.

g. The SValP shall include the validation of the quality requirements.

<4.2> Organization

h. The SValP shall describe the organization of the validation activities.

i. Topics that shall be included are:

1. organizational structure;

2. relationships to the other activities such as project management, development, configuration management and product assurance;

3. level of required and implemented independence in validation activities execution.

<4.3> Schedule

j. A reference to the master schedule given in the software development plan shall be included.

k. The SValP shall describe the schedule for the planned validation activities. In particular, test milestones identified in the software project schedule and all item delivery events.

l. The SValP shall describe:

1. the schedule for each testing task and test milestone;

2. the period of use for the test facilities.

<4.4> Resource summary

m. The SValP shall summarize the resources needed to perform the validation activities such as staff, hardware, software tools, testing data and support software (simulators).

<4.5> Responsibilities

n. The SValP shall describe the specific responsibilities associated with the roles described in <4.2> above.

o. In particular, the SValP shall state the groups responsible for managing, designing, preparing, executing witnessing and checking tests results.

NOTE  Groups can include developers, operational staff, user representatives, technical support staff and product assurance staff.

<4.6> Tools, techniques and methods 

p. The SValP shall describe the software tools, techniques and methods used for validation activities as well as the needed hardware facilities and, testing data, support software (simulators).

q. The SValP shall describe the validation facility in terms of : 

1. level of representativeness of the physical and functional environment, including the processor and the real-time representativeness;

2. software or hardware in the loop;

3. open or closed loop capability for functional and performance testing;

4. debugging and observability capability;

5. For real-time software, the constraints on the test execution such as interdiction of code instrumentation, and test method (e.g. referring to measurement techniques and tools) associated to performance or safety requirements.

<4.7> Personnel requirements

r. The SValP shall describe any requirement for software validation personnel (level of independence) and any necessary training needs.

<4.8> Risks

s. The SValP shall state (or refer to the SDP) all the identified risks to the software validation campaign.

t. Contingency plans shall be also included.

<5> Software validation tasks identification 

u. The SValP shall describe the software validation tasks to be performed for the identified software items.

v. The SValP shall list which are the tasks and the items under tests, as well as the criteria to be utilized for the testing activities on the test items associated with the plan. 

w. The SValP shall list the testing activities to be repeated when testing is resumed.

x. The SValP shall describe for each validation tasks the inputs, the outputs as well as the resources to be used for each task. 

y. The detailed information and the data for the testing procedures shall be provided in the software validation testing specifications.

<6> Software validation approach

z. The SValP shall describe the overall requirements applicable to the software validation testing activities, providing for definition of overall requirements, guidelines on the kinds of tests to be executed. 

aa. The SValP shall describe the selected approach to accomplish validation of those software specification requirements to be validated by inspection and analysis or review of design.

ab. The SValP shall define the regression testing strategy.

<7> Software validation testing facilities 

ac. This SValP shall describe the test environment to execute the software validation testing activity and the non–testing validation activities whose approach is defined by this plan.

ad. The SValP shall describe the configuration of selected validation facilities in terms of software (e.g. tools and programs, and simulation), hardware (e.g. platforms and target computer), test equipment (e.g. bus analyser), communications networks, testing data and support software (e.g. simulators). 

NOTE  Reference to other documentation describing the facility can be done. 

ae. If the validation testing against the requirements baseline and the validation testing against the technical specification use different environments, this shall be clearly stated and described.

<8> Control procedures for software validation process

af. The SValP shall contain information (or reference to) about applicable management procedures concerning the following aspects:

1. problem reporting and resolution;

2. deviation and waiver policy;

3. configuration control and management.

<9> Complement of validation at system level 

ag. The SVS w.r.t. TS or RB shall list the requirements of the TS or RB that cannot be tested in the validation environment and need the full real system to be tested, therefore including the customer support.

J.2.2 Special remarks

None. 
1

