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Annex I  (normative)
Software verification plan (SVerP) - DRD

I.1 DRD identification 

I.1.1 Requirement identification and source document

The software verification plan (SVerP) is called from the normative provisions summarized in Table I-1.

Table I-1 : SVerP traceability to ECSS-E-ST-40 and ECSS-Q-ST-80 clauses

	ECSS Standard
	Clauses
	DRD section

	ECSS-E-ST-40 
	5.8.2.1 eo a.,

b.,

c.,

d.,
	<4>,

<4>,

<6>,

<4>

	
	
	

	
	
	

	ECSS-Q-ST-80
	6.2.6.1
	<6.3>

	eo = Expected Output


I.1.2 Purpose and objective 

The software verification plan is a constituent of the design justification file (DJF). Its purpose of the software verification plan is to describe the approach and the organization aspects to implement the software verification activities. Based upon the list of verification tasks, the verification plan address the following items:

· the life cycle activities and software products subject to verification;

· the required verification tasks for each life cycle activity, software product, related resources, responsibilities, and schedule;

· the procedures for forwarding verification reports to the customer and other involved organizations.

I.2 Expected response 

I.2.1 Scope and content 

<1> Introduction

a. The SVerP shall contain a description of the purpose, objective, content and the reason prompting its preparation.

<2> Applicable and reference documents

b. The SVerP shall list the applicable and reference documents to support the generation of the document.

<3> Terms, definitions and abbreviated terms 

c. The SVerP shall include any additional terms, definition or abbreviated terms used.

<4> Software verification process overview

<4.1> General

d. The SVerP shall describe the approach to be utilized to implement the verification process throughout the software life cycle, the verification effort, and the level of independence for the verification tasks, as follows:

NOTE  1
It is important to check the applicability of ECSS-Q-ST-80 clause 5.3.1 (management of risks), 6.2.2 (software dependability and safety) and 6.2.6.13 (independent software verification and validation).
NOTE  2
The verification effort is sized according to:

· the potential for an undetected error in a system or software requirement to cause death or personal injury, mission failure, or financial or catastrophic equipment loss or damage;

· the maturity of and risks associated with the software technology to be used;

· availability of funds and resources.

<4.2> Organization

e. The SVerP shall describe the organization of the documentation review, proofs, and tracing activities. 

f. The following topics that shall be included:

1. roles;

2. reporting channels;

3. levels of authority for resolving problems;

4. organization relationships;

5. level of required and implemented independence.

<4.3> Master schedule 

g. A reference to the master schedule given in the software development plan shall be done.

h. This SVerP shall describe the schedule for the planned verification activities.

<4.4> Resource summary

i. The SVerP shall summarize the resources to be used to perform the verification activities such as staff, hardware and software tools.

<4.5> Responsibilities

j. The SVerP shall describe the specific responsibilities.

<4.6> Identification of risks and level of independence.

k. The SVerP shall state (or refer to the SDP) the risks and level of independence.

<4.7> Tools, techniques and methods

l. The SVerP shall describe the software tools, techniques and methods used to execute the verification tasks throughout the software life cycle.

<5> Control procedures for verification process 

m. The SVerP shall contain information (or reference to) about applicable management procedures concerning the following aspects:

1. problem reporting and resolution;

2. deviation and waiver policy;

3. control procedures.

<6> Verification activities

<6.1> General

n. The SVerP shall address the verification activities of each software item.

o. The SVerP shall address separately the activities to be performed for manually and automatically generated code.

<6.2> Software process verification

p. For each software process verification, the SVerP shall list:

1. the verification activities to be performed and how they are performed.

2. the required inputs to achieve the verification activities.

3. the intermediate and final outputs documenting the performed verification activities.

4. the methodologies, tools and facilities utilized to accomplish the verification activities.

NOTE  Examples of input and output are:

· for software requirements (RB and TS) and architecture engineering:

· input: draft SRS, draft software architectural design

· output: software verification requirements report, software architectural design to requirements traceability

· for software design and implementation engineering:

· input: software components design, code, software user manual, software integration test plan

· output: software code verification report, evaluation of software validation testing specification

· for software delivery and acceptance:

· input: software validation specification with respect to the requirements baseline, software acceptance testing documentation

· output: software acceptance test report, software acceptance data package, problem reports, software release document, software configuration file

· for software validation:

· input: software validation specification with respect to the requirements baseline

· output: software validation testing specifications

<6.3> Software quality requirements verification (as per ECSS-Q-ST-80 clause 6.2.6.1) 

<6.3.1> Activities

q. The SVerP shall list the verification activities to be performed and how these are accomplished.

NOTE  Verification includes various techniques such as review, inspection, testing, walk-through, cross-reading, desk-checking, model simulation, and many types of analysis such as traceability analysis, formal proof or fault tree analysis.

<6.3.2> Inputs

r. The SVerP shall list the required inputs to accomplish the verification activities. 

<6.3.3> Outputs

s. The SVerP shall list the intermediate and final outputs documenting the performed verification activities.

<6.3.4> Methodology, tools and facilities 

t. The SVerP shall describe the methodologies, tools and facilities utilized to accomplish the software quality requirements verification activities.

I.2.2 Special remarks

None.

Annex J  (normative)
Software validation plan (SValP) - DRD

J.1 DRD identification 

J.1.1 Requirement identification and source document

The software validation plan (SValP) is called from the normative provisions summarized in Table J-1.

Table J-1 : SValP traceability to ECSS-E-ST-40 and ECSS-Q-ST-80 clauses

	ECSS Standard
	Clauses
	DRD section

	ECSS-E-ST-40 

	5.6.2.1a. 
	<4>, <6>

	
	5.6.2.1b.
	<4.6>, <5>, <7>

	
	5.6.2.1c.
	<4>

	
	5.8.3.9 (TS + RB)
	<9>

	ECSS-Q-ST-80
	6.2.8.2
	<4.1>c.

	
	6.2.8.7
	<4.1>c.

	
	6.3.5.22
	<4>

	
	6.3.5.23
	<4.4>

	
	6.3.5.24
	<4.6>

	
	6.3.5.25
	<5>

	
	6.3.5.29
	<6>


J.1.2 Purpose and objective 

The software validation plan is a constituent of the design justification file (DJF). Its purpose is to provide the definition of organizational aspects and management approach to the implementation of the validation tasks.

The objective of the software validation plan is to describe the approach to the implementation of the validation process for a software product.

J.2 Expected response 

J.2.1 Scope and content 

<7> Introduction

u. The SValP shall contain a description of the purpose, objective, content and the reason prompting its preparation.

<8> Applicable and reference documents

v. The SValP shall list the applicable and reference documents to support the generation of the document.

<9> Terms, definitions and abbreviated terms 

w. The SValP shall include any additional terms, definition or abbreviated terms used.

<10> Software validation process planning

<10.1> General

x. The SValP shall describe the approach to be utilized to implement the validation process, the required effort, and the level of required independence for the validation tasks. 

y. The SValP shall also address, if it is applicable to the software validation campaign against the requirements baseline, to the software validation campaign against the technical specification, or, for both. 

z. The SValP shall address separately the activities to be performed for manually and automatically generated code.

aa. The SValP shall include the validation of the quality requirements.

<10.2> Organization

ab. The SValP shall describe the organization of the validation activities.

ac. Topics that shall be included are:

1. organizational structure;

2. relationships to the other activities such as project management, development, configuration management and product assurance;

3. level of required and implemented independence in validation activities execution.

<10.3> Schedule

ad. A reference to the master schedule given in the software development plan shall be included.

ae. The SValP shall describe the schedule for the planned validation activities. In particular, test milestones identified in the software project schedule and all item delivery events.

af. The SValP shall describe:

1. the schedule for each testing task and test milestone;

2. the period of use for the test facilities.

<10.4> Resource summary

ag. The SValP shall summarize the resources needed to perform the validation activities such as staff, hardware, software tools, testing data and support software (simulators).

<10.5> Responsibilities

ah. The SValP shall describe the specific responsibilities associated with the roles described in <4.2> above.

ai. In particular, the SValP shall state the groups responsible for managing, designing, preparing, executing witnessing and checking tests results.

NOTE  Groups can include developers, operational staff, user representatives, technical support staff and product assurance staff.

<10.6> Tools, techniques and methods 

aj. The SValP shall describe the software tools, techniques and methods used for validation activities as well as the needed hardware facilities and, testing data, support software (simulators).

ak. The SValP shall describe the validation facility in terms of : 

1. level of representativeness of the physical and functional environment, including the processor and the real-time representativeness;

2. software or hardware in the loop;

3. open or closed loop capability for functional and performance testing;

4. debugging and observability capability;

5. For real-time software, the constraints on the test execution such as interdiction of code instrumentation, and test method (e.g. referring to measurement techniques and tools) associated to performance or safety requirements.

<10.7> Personnel requirements

al. The SValP shall describe any requirement for software validation personnel (level of independence) and any necessary training needs.

<10.8> Risks

am. The SValP shall state (or refer to the SDP) all the identified risks to the software validation campaign.

an. Contingency plans shall be also included.

<11> Software validation tasks identification 

ao. The SValP shall describe the software validation tasks to be performed for the identified software items.

ap. The SValP shall list which are the tasks and the items under tests, as well as the criteria to be utilized for the testing activities on the test items associated with the plan. 

aq. The SValP shall list the testing activities to be repeated when testing is resumed.

ar. The SValP shall describe for each validation tasks the inputs, the outputs as well as the resources to be used for each task. 

as. The detailed information and the data for the testing procedures shall be provided in the software validation testing specifications.

<12> Software validation approach

at. The SValP shall describe the overall requirements applicable to the software validation testing activities, providing for definition of overall requirements, guidelines on the kinds of tests to be executed. 

au. The SValP shall describe the selected approach to accomplish validation of those software specification requirements to be validated by inspection and analysis or review of design.

av. The SValP shall define the regression testing strategy.

<13> Software validation testing facilities 

aw. This SValP shall describe the test environment to execute the software validation testing activity and the non–testing validation activities whose approach is defined by this plan.

ax. The SValP shall describe the configuration of selected validation facilities in terms of software (e.g. tools and programs, and simulation), hardware (e.g. platforms and target computer), test equipment (e.g. bus analyser), communications networks, testing data and support software (e.g. simulators). 

NOTE  Reference to other documentation describing the facility can be done. 

ay. If the validation testing against the requirements baseline and the validation testing against the technical specification use different environments, this shall be clearly stated and described.

<14> Control procedures for software validation process

az. The SValP shall contain information (or reference to) about applicable management procedures concerning the following aspects:

1. problem reporting and resolution;

2. deviation and waiver policy;

3. configuration control and management.

<15> Complement of validation at system level 

ba. The SVS w.r.t. TS or RB shall list the requirements of the TS or RB that cannot be tested in the validation environment and need the full real system to be tested, therefore including the customer support.

J.2.2 Special remarks

None.

Annex K  (normative)
Software [unit/integration] test plan (SUITP) - DRD

K.1 DRD identification 

K.1.1 Requirement identification and source document

The software [unit/integration] test plan (SUITP) is called from the normative provisions summarized in Table K-1.

Table K-1 : SUITP traceability to ECSS-E-ST-40 and ECSS-Q-ST-80 clauses

	ECSS Standard
	Clauses
	DRD section

	ECSS-E-ST-40 
	5.4.3.8 (IT)
	<5>, <6>, <7> 

	
	5.5.4.1 (IT)
	<8>, <9>, <10>, <11>

	
	5.5.2.9 (UT)
	<5>, <6>, <7>, <8>, <9> 

	
	5.5.3.2a. eo b. (UT)
	<10>, <11>

	ECSS-Q-ST-80


	6.2.8.2
	<7.6>a.

	
	6.2.8.7
	<7.6>a.

	
	6.3.5.22
	<5>

	
	6.3.5.23
	<5.3>

	
	6.3.5.24
	<5.5>

	
	6.3.5.25
	<9.2>, <9.2.7>, <10>

	eo = Expected Output


K.1.2 Purpose and objective 

The software unit test plan and the software integration test plan are constituents of the design justification file.

The purpose of this DRD is to describe the tests plans, and is utilized for the following documents:

· the software unit test plan;

· the software integration test plan.

It provides a unique template for unit and integration testing, to be instantiated for the software test plans specified in the document requirement list, either for a software unit test plan, or for a software integration test plan. The acronym SUITP is used to designate either the software unit test plan, or the software integration test plan.

K.2 Expected response 

K.2.1 Scope and content 

<16> Introduction

bb. The SUITP shall contain a description of the purpose, objective, content and the reason prompting its preparation.

<17> Applicable and reference documents

bc. The SUITP shall list the applicable and reference documents to support the generation of the document.

<18> Terms, definitions and abbreviated terms 

bd. The SUITP shall include any additional terms, definition or abbreviated terms used.

<19> Software overview

be. The SUITP shall contain a brief description of the software under test and its context: a summary of its functionality, its configuration, its operational environment and its external interfaces. 

NOTE  Reference to technical documentation can be done. 

<20> Software unit testing and software integration testing

NOTE  The SUITP describes the responsibility and schedule information for the software unit testing and integration testing, detailed as follows.

<20.1> Organization

bf. The SUITP shall describe the organization of software unit testing and integration testing activities. 

bg. The following topics should be included:

1. roles,

2. reporting channels,

3. levels of authority for resolving problems,

4. relationships to the other activities such as project management, development, configuration management and product assurance.

<20.2> Master schedule

bh. The SUITP shall describe the schedule for the software unit testing and integration testing activities, in particular, test milestones identified in the software project schedule and all item delivery events. 

bi. The SUITP should include:

1. a reference to the master schedule given in the software development plan,

2. any additional test milestones and state the time required for each testing task, 

3. the schedule for each testing task and test milestone,

4. the period of use for the test facilities.

<20.3> Resource summary

bj. The SUITP shall summarize the resources needed to perform the software unit testing / integration testing activities such as staff, hardware and software tools.

<20.4> Responsibilities

bk. The SUITP shall describe the specific responsibilities associated with the roles described in a.

bl. The responsibilities specified in <5.4>a. should be described by identifying the groups responsible for managing, designing, preparing, executing the tests. 

NOTE  Groups can include developers, technical support staff, and product assurance staff. 

<20.5> Tools, techniques and methods

bm. The SUITP shall describe the hardware platforms, software tools, techniques and methods used for software unit testing and integration testing activities.

<20.6> Personnel and personnel training requirements

bn. The SUITP shall list any requirement for software unit testing and integration testing personnel and their training needs. 

<20.7> Risks and contingencies 

bo. The SUITP shall describe (or refer to the SDP) risks to the software unit testing and integration testing campaign. 

bp. Contingency plans should be included.

<21> Control procedures for software unit testing / integration testing 

bq. The SUITP shall contain information (or reference to) about applicable management procedures concerning the following aspects: 

1. problem reporting and resolution;

2. deviation and waiver policy;

3. control procedures.

<22> Software unit testing and integration testing approach

NOTE  The SUITP describes the approach to be utilized for the software unit testing and integration testing, detailed as follows.

<22.1> Unit/integration testing strategy 

br. The SUITP shall describe the software integration strategy

<22.2> Tasks and items under test

bs. The SUITP shall describe which are the tasks and the items under tests, as well as criteria to be utilized. 

<22.3> Features to be tested 

bt. The SUITP shall describe all the features to be tested, making references to the applicable documentation.

<22.4> Features not to be tested 

bu. The SUITP shall describe all the features and significant combinations not to be tested.

<22.5> Test pass - fail criteria 

bv. The SUITP shall describe the general criteria to be used to determine whether or not test are passed.

<22.6> Manually and automatically generated code

bw. The SUITP shall address separately the activities to be performed for manually and automatically generated code, although they have the same objective (ECSS-Q-ST-80 clause 6.2.8.2 and 6.2.8.7).

<23> Software unit test / integration test design 

<23.1> General

bx. The SUITP shall provide the definition of unit and integration test design. 

by. For each identified test design, the SUITP shall provide the information given in <8.2>

NOTE  This can be simplified in the software unit test plan.

<23.2> Organization of each identified test design

NOTE  The SUITP provides the definition of each unit test and integration test design, detailed as follows.

<23.2.1> Test design identifier

bz. The SUITP shall identify each test design uniquely. 

ca. The SUITP shall briefly describe the test design.

<23.2.2> Features to be tested

cb. The SUITP shall list the test items and describe the features to be tested. 

cc. Reference to appropriate documentation shall be made and traceability information shall be provided.

<23.2.3> Approach refinements 

cd. The SUITP shall describe the test approach implemented for the specific test design and the specific test class. 

ce. The description specified in a. shall provide the rationale for the test case selection and grouping into test procedures.

cf. The method for analysing test results shall be identified (e.g. compare with expected output). 

cg. Configuration of the facility (both hardware and software) to be used to execute the identified test shall be described.

<23.2.4> Test case identifier 

ch. The SUITP shall list the test cases associated with the test design and provide a summary description of each ones.

<24> Software unit and integration test case specification 

<24.1> General

ci. The SUITP shall provide an identification of software unit test and integration test cases. 

cj. For each identified test case, the SUITP shall provide the information given in <9.2>.

NOTE  Each test case can be described through one or several description sheets.

<24.2> Organization of each identified test case

NOTE  The SUITP provides the definition of each unit and integration test case, detailed as follows.

<24.2.1> Test case identifier 

ck. The SUITP shall identify the test case uniquely. 

cl. A short description of the test case purpose shall be provided.

<24.2.2> Test items

cm. The SUITP shall list the test items. 

cn. Reference to appropriate documentation shall be performed and traceability information shall be provided.

<24.2.3> Inputs specification

co. The SUITP shall describe the inputs to execute the test case.

<24.2.4> Outputs specification

cp. This SUITP shall describe the expected outputs. 

<24.2.5> Test pass - fail criteria

cq. The SUITP shall list the criteria to decide whether the test has passed or failed.

<24.2.6> Environmental needs

cr. The SUITP shall describe: 

1. the exact configuration and the set up of the facility used to execute the test case as well as the utilization of any special test equipment (e.g. bus analyser);

2. the configuration of the software utilized to support the test conduction (e.g. identification of the simulation configuration);

<24.2.7> Special procedural constraints (ECSS-Q-ST-80 clause 6.3.5.25)

cs. The SUITP shall describe any special constraints on the used test procedures.

<24.2.8> Interfaces dependencies 

ct. The SUITP shall describe all the test cases to be executed before this test case. 

<24.2.9> Test script 

cu. The SUITP shall describe all the test script used to execute the test case. 

NOTE  The test scripts can be collected in an appendix. 

<25> Software unit and integration test procedures 

<25.1> General

cv. The SUITP shall provide a identification of software unit and integration test procedures. 

cw. For each identified test procedure, the SUITP shall provide the information given in <10.2>.

<25.2> Organization of each identified test procedure

NOTE  The SUITP provides the definition of each unit and integration test procedure, detailed as follows.

<25.2.1> Test procedures identifier

cx. The SUITP shall include a statement specifying the test procedure uniquely. 

<25.2.2> Purpose

cy. The SUITP shall describe the purpose of this procedure. 

cz. A reference to each test case implemented by the test procedure shall be given.

<25.2.3> Procedure steps

da. The SUITP shall describe every step of the procedure execution: 

1. log: describe any special methods or format for logging the results of test execution, the incidents observed, and any other event pertinent to this test;

2. set up: describe the sequence of actions to set up the procedure execution;

3. start: describe the actions to begin the procedure execution;

4. proceed: describe the actions during the procedure execution;

5. test result acquisition: describe how the test measurements is made;

6. shut down: describe the action to suspend testing when interruption is forced by unscheduled events;

7. restart: identify any procedural restart points and describe the actions to restart the procedure at each of these points;

8. wrap up: describe the actions to terminate testing.

<26> Software test plan additional information 

db. The following additional information shall be provided: 

1. test procedures to test cases traceability matrix;

2. test cases to test procedures traceability matrix;

3. test scripts;

4. detailed test procedures.

NOTE  1
This information can be given in separate appendices.

NOTE  2
One test design uses one or more test cases.

NOTE  3
One test procedure execute one or more test cases.

K.2.2 Special remarks

None.

Annex L  (normative)
Software validation specification (SVS) - DRD

L.1 DRD identification 

L.1.1 Requirement identification and source document

The software validation specification (SVS) is called from the normative provisions summarized in Table L-1.

Table L-1 : SVS traceability to ECSS-E-ST-40 and ECSS-Q-ST-80 clauses

	ECSS Standard
	Clauses
	DRD section

	ECSS-E-ST-40


	5.6.3.1a. and b.(TS)
	<4>, <5>, <6>, <7>, <8>, <11>, <10>

	
	5.6.3.1c.
	<5>, <9>

	
	5.6.4.1a. and b. (RB)
	<4>, <5>, <6>, <7>, <8>, <11>, <10>

	
	5.6.4.1c.
	<5>, <9>

	
	5.8.3.8a. eo a. (RB),

b. (TS)
	<11>,

<11>

	ECSS-Q-ST-80
	6.2.8.2
	<5>

	
	6.2.8.7
	<5>

	
	6.3.5.25
	<7.2>, <7.2.6>, <8>

	
	6.3.5.29
	<6>

	
	6.3.5.32
	<5>

	eo = Expected Output


L.1.2 Purpose and objective 

The software validation specification with respect to the technical specification and the software validation specification with respect to the requirement baseline are constituents of the design justification file. 

The purpose of this DRD is to describe the testing, analysis, inspection and review of design specifications, and is used to document

· the software validation specification with respect to the technical specification (TS), and

· the software validation specification with respect to the requirements baseline (RB).

It provides a unique template for the software validation specification document, to be instantiated for, either the technical specification, or the requirement baseline. The acronym SVS w.r.t. TS is used to designate the software validation specification with respect to the technical specification whilst SVS w.r.t. RB is used to designate the software validation specification with respect to the requirement baseline.

L.2 Expected response 

L.2.1 Scope and content 

<27> Introduction

dc. The SVS w.r.t. TS or RB shall contain a description of the purpose, objective, content and the reason prompting its preparation.

<28> Applicable and reference documents

dd. The SVS w.r.t. TS or RB shall list the applicable and reference documents to support the generation of the document.

<29> Terms, definitions and abbreviated terms 

de. The SVS w.r.t. TS or RB shall include any additional terms, definition or abbreviated terms used.

<30> Software overview

df. The SVS w.r.t. TS or RB shall contain a brief description of the software under test and its context: a summary of its functionality, its configuration, its operational environment and its external interfaces. 

NOTE  Reference to technical documentation can be done. 

<31> Software validation specification task identification 

NOTE  The SVS w.r.t. TS or RB describes the approach to be utilized for the software validation specification, detailed as follows.

<31.1> Task and criteria

dg. The SVS w.r.t. TS or RB shall describe which are the tasks and the items under tests, as well as criteria to be utilized.

<31.2> Features to be tested

dh. The SVS w.r.t. TS or RB shall describe all the features to be tested, making references to the applicable documentation.

<31.3> Features not to be tested

di. The SVS w.r.t. TS or RB shall describe all the features and significant combinations not to be tested.

<31.4> Test pass - fail criteria

dj. The SVS w.r.t. TS or RB shall describe the general criteria to be used to determine whether or not tests are passed.

<31.5> Items that cannot be validated by test

dk. The SVS w.r.t. TS or RB shall list the tasks and items under tests that cannot be validated by test. 

dl. Each of them shall be properly justified

dm. For each of them, an analysis, inspection or review of design shall be proposed. 

<31.6> Manually and automatically generated code

dn. The SVS shall address separately the activities to be performed for manually and automatically generated code, although they have the same objective (ECSS-Q-ST-80 clause 6.2.8.2 and 6.2.8.7).

<32> Software validation testing specification design 

<32.1> General

do. The SVS w.r.t. TS or RB shall provide the definition of software validation testing specification design, giving the design grouping criteria such as function, component or equipment management. 

dp. For each identified test design, the SVS w.r.t. TS or RB shall provide the information given in <6.2>.

<32.2> Organization of each identified test design

NOTE  The SVS w.r.t. TS or RB provides the definition of each validation test design, detailed as follows

<32.2.1> General

dq. The SVS w.r.t. TS or RB shall briefly describe the test design.

<32.2.2> Features to be tested

dr. The SVS w.r.t. TS or RB shall describe the test items and the features to be tested. 

ds. Reference to appropriate documentation shall be performed and traceability information shall be provided.

<32.2.3> Approach refinements

dt. The SVS w.r.t. TS or RB shall describe the test approach implemented for the specific test design and the specific test class implemented. 

du. The description specified in a. shall provide the rationale for the test case selection and grouping into test procedures.

dv. The method for analysing test results shall be identified (e.g. compare with expected output, and compare with old results). 

dw. Configuration of the facility (both hardware and software) to be used to execute the identified test shall be described.

<33> Software validation test case specification 

<33.1> General

dx. The SVS w.r.t. TS or RB shall provide the identification of software validation test cases. 

dy. For each identified test case, the SVS w.r.t. TS or RB shall provide the information given in 7.2

<33.2> Organization of each identified test case

NOTE  The SVS w.r.t. TS or RB provides the definition of each validation test case, detailed as follows.

<33.2.1> Test case identifier 

dz. The SVS w.r.t. TS or RB shall describe the test case uniquely. 

ea. A short description of the test case purpose shall be provided.

<33.2.2> Inputs specification 

eb. The SVS w.r.t. TS or RB shall describe, for each test case, the inputs to execute the test case.

<33.2.3> Outputs specification 

ec. The SVS w.r.t. TS or RB shall describe, for each test case, the expected outputs.

<33.2.4> Test pass - fail criteria 

ed. The SVS w.r.t. TS or RB shall describe, for each test case, the criteria to decide whether the test has passed or failed.

<33.2.5> Environmental needs

ee. The SVS w.r.t. TS or RB shall describe: 

1. the exact configuration and the set up of the facility used to execute the test case as well as the utilization of any special test equipment (e.g. bus analyser);

2. the configuration of the software utilized to support the test conduction (e.g. identification of the simulation configuration);

<33.2.6> Special procedural constraints(ECSS-Q-ST-80 clause 6.3.5.25)

ef. The SVS w.r.t. TS or RB shall describe any special constraints on the used test procedures.

<33.2.7> Interfaces dependencies

eg. The SVS w.r.t. TS or RB shall list all the test cases to be executed before this test case. 

<34> Software validation test procedures 

<34.1> General

eh. This part of the DRD may be placed in a different document, if agreed with the customer.

NOTE  Procedures are not always attached to each test case

ei. The SVS w.r.t. TS or RB shall provide the identification of software validation test procedures. 

ej. For each identified validation test procedure, the SVS w.r.t. TS or RB shall provide the information presented in 8.2

<34.2> Organization of each identified test procedure

NOTE  The SVS w.r.t. TS or RB provides the description of each identified validation test procedure, detailed as follows.

<34.2.1> Test procedure identifier 

ek. The SVS w.r.t. TS or RB shall identify each test procedure uniquely. 

<34.2.2> Purpose

el. The SVS w.r.t. TS or RB shall describe the purpose of each test procedure.

em. A reference to each test case used by the test procedure shall be given.

<34.2.3> Procedure steps

en. The SVS w.r.t. TS or RB shall describe every step of each procedure execution: 

1. log: describe any special methods or format for logging the results of test execution, the incidents observed, and any other event pertinent to this test;

2. set up: describe the sequence of actions necessary to set up the procedure execution;

3. start: describe the actions necessary to begin the procedure execution;

4. proceed: describe the actions necessary during the procedure execution;

5. test result acquisition: describe how the test measurements is made;

6. shut down: describe the action necessary to suspend testing when interruption is forced by unscheduled events;

7. restart: identify any procedural restart points and describe the actions necessary to restart the procedure at each of these points;

8. wrap up: describe the actions necessary to terminate testing.

<34.2.4> Test script

eo. The SVS w.r.t. TS or RB shall list all the test script used to execute the test case. 

NOTE  The test scripts can be collected in an appendix. 

<35> Software validation analysis, inspection, review of design

ep. The SVS w.r.t. TS or RB shall include, for each items where it can be justified that a test is not possible, another validation method based on analysis, inspection, review of design.
<36> Validation test platform requirements

eq. The SVS w.r.t. TS or RB shall list the validation requirements related to the validation test platform to be used (for example, benches or simulators capabilities and their representativity with respect to e.g. real time constraints, target or real hardware equipments on which the software is specified to operate).

<37> Software validation specification additional information 

er. The following additional information shall be included in the SVS w.r.t. TS or RB: 

1. Test/analysis/inspection/review of design to requirement traceability matrix,

2. Requirement to test/analysis/inspection/review of design traceability matrix,

3. Test procedures to test cases traceability matrix,

4. Test cases to test procedures traceability matrix,

5. Test scripts,

6. Detailed test procedures.

NOTE  1
This information can be given in separate appendices.

NOTE  2
One test design uses one or more test cases.

NOTE  3
One test procedure execute one or more test cases.

NOTE  4
Traceability matrixes include the title of the requirement or test in addition to its number for readability purpose.

L.2.2 Special remarks

None.

Annex M  (normative)
Software verification report (SVR) - DRD

M.1 DRD identification 

M.1.1 Requirement identification and source document

The software verification report (SVR) is called from the normative provisions summarized in Table M-1.

Table M-1 : SVR traceability to ECSS-E-ST-40 and ECSS-Q-ST-80 clauses

	ECSS Standard
	Clauses
	DRD section

	ECSS-E-ST-40
	5.3.8.2
	<5.2>

	
	5.7.3.5
	<4.5>a.1.

	
	5.8.3.1
	<4.2>

	
	5.8.3.2 eo a.,

b.
	<4.3.1>, 

<4.3.2>

	
	5.8.3.3 eo a.,

b.
	<4.3.1>, 

<4.3.2>

	
	5.8.3.4 eo a.,

b.
	<4.4>a.1.

<4.4>a.2.

	
	5.8.3.5a. eo a.,

b.
	<4.4>a.1.

<4.4>a.2.

	
	5.8.3.5b. 
	<4.4>a.2., <4.5>a.2.

	
	5.8.3.5c.
	<4.4>a.2., <4.5>a.2.

	
	5.8.3.5d.
	<4.4>a.2., <4.5>a.2.

	
	5.8.3.5e.
	<4.4>a.2., <4.5>a.2.

	
	5.8.3.5f. 
	<4.4>a.2.

	
	5.8.3.6 eo a.,

b.
	<4.4>a.1.

<4.4>a.2.

	
	5.8.3.7 
	<4.4>a.2.

	
	5.8.3.8a. eo a., b.
	<4.6>a.1.

	
	5.8.3.8b. eo a., b.
	<4.6>a.2.

	
	5.8.3.10 
	<4.3.2>, <4.4>a.2., <4.5>a.2., <4.6>a.2.

	
	5.8.3.11a.
	<5>

	
	5.8.3.11b. 
	<5>

	
	5.8.3.11c.
	<5>

	
	5.8.3.12a. 
	<5>

	
	5.8.3.12b. 
	<5>

	
	5.8.3.12c. 
	<5>

	
	5.8.3.13a. and b.
	<4.3.2>

	
	5.8.3.13b. 
	<4.4>a.2.

	ECSS-Q-ST-80
	6.2.6.5
	<4.4>a.2.

	
	6.2.6.6
	<4.4>a.2.

	
	7.1.7
	<6>

	
	7.2.3.6
	<4.6>a.2.

	eo = Expected Output


M.1.2 Purpose and objective 

The software verification report is a constituent of the design justification file (DJF). Its purpose is to present gathered results of all the software verification activities that have to be executed along the software development life cycle according to the SVerP. It is organize per process, with the exception of the timing and sizing issues which are gathered in a separate section. Each process verification report can be placed into a separate document.

M.2 Expected response 

M.2.1 Scope and content 

<38> Introduction

es. The SVR shall contain a description of the purpose, objective, content and the reason prompting its preparation.

<39> Applicable and reference documents

et. The SVR shall list the applicable and reference documents to support the generation of the document.

<40> Terms, definitions and abbreviated terms 

eu. The SVR shall include any additional terms, definition or abbreviated terms used.

<41> Verification activities reporting and monitoring 

<41.1> General

ev. The SVR shall address separately the activities to be performed for manually and automatically generated code.

<41.2> Software related system requirements process verification (for the SRR)

ew. The SVR shall include the report of the verification of the requirement baseline and the interface requirements specification as specified in 5.8.3.1.

ex. If system models are available, a model checking report (e.g. data, event, failure) shall be included in the SVR.

<41.3> Software requirements and architecture engineering process verification (for the PDR)

<41.3.1> Traceability (when not already included in related software requirements, interface and design documents) 

ey. The SVR shall present the following traceability matrices: 

· software requirements to system requirements

· Software architectural design to requirements

<41.3.2> Feasibility 

ez. The SVR shall present in gathering all the specific verification reports that have been planned to be provided w.r.t. the SVerP, including e.g.: 

· Software requirements verification as per 5.8.3.2.

· HMI evaluation by e.g. mock-up as per ECSS-E-ST-10-11

· Behavioural verification of the logical model and architectural design verification as per 5.8.3.13a. and b.

· Verification of the software architectural and interface design as per 5.8.3.3.

· Architectural design behavioural model checking

· Verification of software documentation as per 5.8.3.10.

· Other specific inspections, analyses or review of design report (e.g. numerical accuracy , technical risks analysis, evaluation of reuse potential)

· Others specific verification related to RAMS requirements (e.g. analysis reports using HSIA, SFTA, SFMECA)

<41.4> Software design and implementation engineering process verification (for CDR)

fa. The SVR shall present in gathering all the specific verification reports that have been planned to be provided w.r.t. the SVerP, including e.g.: 

1. Traceability (when not already included in related software design documents or software code), presenting the following traceability matrices: 

· software detailed design to software architectural design 

· Software code to software detailed design 

· Software unit test to requirements, design

2. Feasibility, presenting in gathering all the specific verification reports that have been planned to be provided w.r.t. the SVerP, including e.g.: 

· Software detailed design verification as per 5.8.3.4

· Design model checking (including behavioural verification as per 5.8.3.13b.)

· Software code verification as per 5.8.3.5a.

· Structural code coverage achievement. 

· Deactivated code verification as per ECSS-Q-ST-80 6.2.6.5

· Configurable code verification as per ECSS-Q-ST-80 6.2.6.6

· Source code robustness verification 

· Verification of software unit testing as per 5.8.3.6

· Verification of software integration as per 5.8.3.7

· Verification of software documentation as per 5.8.3.10

· Others specific inspections, analyses or review of design report (e.g. technical risks analysis, evaluation of reuse potential)

· Others specific verification related to RAMS requirements (e.g. analysis reports using HSIA, SFTA, SFMECA).

<41.5> Software delivery and acceptance process verification (for QR and AR)

fb. The SVR shall present in gathering all the specific verification reports that have been planned to be provided w.r.t. the SVerP, including e.g.: 

1. Traceability (when not already included in related software acceptance documents), presenting the following traceability matrices: 

· Software acceptance testing to requirement baseline 

2. Feasibility, presenting in gathering all the specific verification reports that have been planned to be provided w.r.t. the SVerP, including: 

· Structural code coverage achievement (update for QR and AR) 

· Verification of software documentation as per 5.8.3.10

· Others specific verification related to RAMS design (e.g. unit and integration testing coverage ratio) 

<41.6> Software validation process verification (for CDR, QR, AR)

fc. The SVR shall present in gathering all the specific verification reports that have been planned to be provided w.r.t. the SVerP, including e.g.: 

1. Traceability (when not already included in related software validation specification), presenting the following traceability matrices: 

· software validation specifications to TS

· software validation specifications to RB 
2. Feasibility, presenting in gathering all the specific verification reports that have been planned to be provided w.r.t. the SVerP, including e.g.: 

· Verification of software validation w.r.t. TS as per 5.8.3.8a.

· Verification of software validation w.r.t. RB as per 5.8.3.8b.

· Verification of software documentation as per 5.8.3.10

· Verification of testing as per ECSS-Q-ST-80 clause 7.2.3.6

<41.7> Software quality requirements verification 

fd. The SVR shall present in gathering all the specific verification reports related to software quality that have been planned to be provided in the SVerP. This include in particular the verification of the software quality requirements according to ECSS-Q-ST-80 clause 6.2.6.1, and the verification of the application of the chosen measures to handle automatically generated code. 

NOTE  Deactivated and configurable code verification reports are in section <4.4>a.2. Numerical accuracy report is in section <6> of this DRD.

<42> Margin and technical budget status 

NOTE  This section is often placed in a separate document named STSB (Software Timing and Sizing Budget).

<42.1> Technical budgets and margins computation

fe. The SVR shall include the way to compute the technical budgets and margins.

<42.2> Software budget (sizing and timing) 

ff. The status of margins regarding the technical budgets shall be presented in the SVR at each milestone, describing the utilized analytical hypothesis.

fg. The margins shall be established by estimation for PDR, by analysis of design after detailed design, and consolidated by performance measurements commensurate with the software implementation for CDR, QR and AR.

fh. The SVR shall include at PDR:

1. the memory size for static code size, static data size and stack size;

2. the CPU utilization;

3. the deadline fulfilment, the margin available for every deadline in the worst case and, if feasible, the jitter in the nominal case;

fi. The SVR shall include after detailed design:

1. the memory size refined for static code size, static data size and stack size expressed on a thread basis, measuring them per lowest level design component;

2. the CPU utilization, refined, considering the worst case execution time of each lowest level design component having its own control flow (therefore including the call to the protected objects) (expressed in time and in percentage of a reference period);

3. the deadline fulfilment.

NOTE  The worst case execution time of each lowest level design component having its own control flow is multiplied by the number of times this component is executed per second. The resulting quantity is summed over all other design components. The result is the estimated percentage processor utilization.

<42.3> Schedulability simulation and analyses

fj. The SVR shall include the result of the schedulability analysis or the schedulability simulation, based on:

1. estimated values at PDR,

2. refined values after detailed design,

3. measured values at CDR.

NOTE  An example of schedulability analysis report is a table with the following columns:

· process name

· P: process priority

· C: process worst case execution time

· T: process period

· D: process deadline

· I: process interference time, the time that the process can be interrupted by processes of higher priority

· B: process blocking time, the time that the process can be blocked on a protected object access by a process of lower priority

· S: process schedulability factor in percentage, computed as the sum of C, I and B, this sum divided by D

<43> Numerical accuracy analysis 

fk. The SVR shall include the estimation and the verification of the numerical accuracy.

M.2.2 Special remarks

None.

Annex N  (normative)
Software reuse file (SRF) - DRD

N.1 DRD identification 

N.1.1 Requirement identification and source document

The software reuse file (SRF) is called from the normative provisions summarized in Table N-1.

Table N-1 : SRF traceability to ECSS-E-ST-40 and ECSS-Q-ST-80 clauses

	ECSS Standard
	Clauses
	DRD section

	ECSS-E-ST-40
	5.4.3.6a.
	<4>, <6>b.3.

	
	5.4.3.6b.
	<4>, <5>, <6>

	
	5.4.3.7
	<4>, <5>

	ECSS-Q-ST-80
	5.5.1.2
	All

	
	6.2.7.1 eo b.
	<6>

	
	6.2.7.2 eo b
	<4>, <5>

	
	6.2.7.3 eo b
	<5>b., <5>c.

	
	6.2.7.4 eo b
	<6>b.2., <6>b.3., <7>

	
	6.2.7.5
	<4>, <5>

	
	6.2.7.6
	<8>

	
	6.2.7.7
	<8>

	
	6.2.7.8
	All

	
	6.2.7.10
	<9>

	eo = Expected Output


N.1.2 Purpose and objective 

The software reuse file is a constituent of the design justification file (DJF). Its purpose is to document the analysis to be performed on existing software intended to be reused. 

The global objectives of the software reuse file are to document all the information used to decide about the reuse (or not) of existing software and to plan the specific actions undertaken to ensure that the reused software meets the project requirements.

The SRF is also used to document software developed for intended reuse, such that it is ready when the software is actually reused.

N.2 Expected response 

N.2.1 Scope and content 

<44> Introduction

fl. The SRF shall contain a description of the purpose, objective, content and the reason prompting its preparation.

<45> Applicable and reference documents

fm. The SRF shall list the applicable and reference documents to support the generation of the document.

<46> Terms, definitions and abbreviated terms 

fn. The SRF shall include any additional terms, definition or abbreviated terms used.

<47> Presentation of the software intended to be reused

fo. The SRF shall describe the technical and management information available on the software intended for reuse.

fp. For each software item, the SRF shall provide (or state the absence of) the following information:

1. software item name and main features;

2. developer name;

3. considered version and list of components;

4. licensing conditions;

5. industrial property and exportability constraints, if any;

6. implementation language;

7. development and execution environment (e.g. platform, and operating system);

8. applicable dispositions for warranty, maintenance, installation and training;

9. commercial software necessary for software execution, if any;

10. 1size of the software (e.g. number of source code lines, and size of the executable code).

<48> Compatibility of existing software with project requirements

fq. The SRF shall describe which part of the project requirements (RB) are intended to be implemented through software reuse

fr. For each software item, the SRF shall provide the availability and quality status (completeness, correctness, etc.) of the following information:

1. software requirements documentation;

2. software architectural and detailed design documentation;

3. forward and backward traceability between system requirements;

4. software requirements, design and code;

5. unit tests documentation and coverage;

6. integration tests documentation and coverage;

7. validation documentation and coverage;

8. verification reports;

9. performance (e.g. memory occupation, CPU load);

10. 1operational performances;

11. 1residual non conformance and waivers;

12. 1user operational documentation (e.g. user manual);

13. 1code quality (adherence to coding standards, metrics).

fs. For each of the points in <5>b, the SRF shall document the quality level of the existing software with respect to the applicable project requirements, according to the criticality of the system function implemented.

<49> Software reuse analysis conclusion 

ft. The SRF shall document the results of the software reuse analysis. 

fu. For each software item, the SRF shall provide the following information:

1. decision to reuse or not reuse, based on the information provided in previous chapters;

2. estimated level of reuse;

3. assumptions and methods applied when estimating the level of reuse.

<50> Detailed results of evaluation

fv. The SRF shall include the detailed results of the evaluation.

NOTE  The detailed results of the evaluation can be presented in an appendix.

<51> Corrective actions

fw. The SRF shall document any corrective actions identified to ensure that the software intended for reuse meets the applicable project requirements.

fx. The SRF shall document the detailed results of the implementation of the identified corrective actions.

<52> Configuration status

fy. The SRF shall include the detailed configuration status of the reused software baseline.

N.2.2 Special remarks

None.

Annex O  (normative)
Software development plan (SDP) - DRD

O.1 DRD identification 

O.1.1 Requirement identification and source document

The software development plan (SDP) is called from the normative provisions summarized in Table O-1.

Table O-1 : SDP traceability to ECSS-E-ST-40 and ECSS-Q-ST-80 clauses

	ECSS Standard
	Clauses
	DRD section

	ECSS-E-ST-40
	5.3.2.1a.
	<5.2.1>

	
	5.3.2.1b.
	<5.2.1>

	
	5.3.2.1c.
	<5.1>, <5.3>, <5.4>

	
	5.3.2.1d.
	<5.2.3>, <5.5>

	
	5.3.2.2
	<5.2.1>

	
	5.3.2.3
	<4.8>

	
	5.3.2.4a.
	<5.2>

	
	5.3.2.4b.
	<5.3>

	
	5.3.2.4c.
	<5.3>

	
	5.3.2.4d.
	<5.4>

	
	5.3.3.2a.
	<5.2.3>

	
	5.3.3.3a.
	<5.2.3>

	
	5.3.3.3b.
	<5.2.3>

	
	5.3.3.3c.
	<5.2.3>

	
	5.3.6.1a.
	<5.2.2>

	
	
	

	
	5.3.6.1b.
	<5.2.2>

	
	5.3.6.2
	<5.2.2>

	
	5.3.9.1
	<5.6>

	
	5.3.9.2
	<5.6>

	ECSS-Q-ST-80 


	5.6.2
	<4.8>

	
	5.7.2.1
	<5.4>

	
	5.7.2.2
	<5.4>

	
	6.3.4.5
	<5.4>a.


O.1.2 Purpose and objective 

The software development plan is a constituent of the management file (MGT). Its purpose is to describe the established management and development approach for the software items to be defined by a software supplier to set up a software project in accordance with the customer requirements.

O.2 Expected response 

O.2.1 Scope and content 

<53> Introduction

fz. The SDP shall contain a description of the purpose, objective, content and the reason prompting its preparation.

<54> Applicable and reference documents

ga. The SDP shall list the applicable and reference documents to support the generation of the document.

<55> Terms, definitions and abbreviated terms 

gb. The SDP shall include any additional terms, definition or abbreviated terms used.

<56> Software project management approach

<56.1> Management objectives and priorities

gc. The SDP shall describe the management objectives of the software project and associated priorities. 

<56.2> Master schedule 

gd. The SDP shall make a reference to the general project master schedule.

<56.3> Assumptions, dependencies and constraints

ge. The SDP shall state: 

1. the assumptions on which the plan is based; 

2. the external events the project is dependent upon;

3. constraints on the project;

4. technical issues.

NOTE  Technical issues are only mentioned if they have an effect on the plan. Assumptions, dependencies and constraints are often difficult to distinguish. The best approach is not to categorize them but to list them. For example:

· limitations on the budget;

· schedule constraints (e.g. launch dates, delivery dates); 

· constraints on the location of staff (e.g. the obligation to work at developer’s premises);

· commercial hardware or software used by the system;

· availability of simulators and others test devices;

· availability of external systems with which the system interfaces.

<56.4> Work breakdown structure

gf. The SDP shall list the activities to be performed in order to develop the software configuration item, and include or reference the work package description.

NOTE  1
See ECSS-M-ST-10 for further explanation. 

NOTE  2
Sometimes the adequate elementary tasks can be identified only if several levels of activities breakdown are performed.

<56.5> Risk management 

gg. The SDP shall describe the contribution of the software engineering function to the project risk management approach.

NOTE  See ECSS-M-ST-80 for further explanations.

<56.6> Monitoring and controlling mechanisms 

gh. The SDP shall describe the monitoring mechanisms for managing the work (e.g. progress report, progress meeting, action item lists). 

NOTE  The SDP apply to both the customer relationships and the supplier’s relationships.

<56.7> Staffing plan

gi. The SDP shall describe the roles and skills of staff involved in the project, the organisational structure, boundaries and interface, the external interface responsibles, and the resources.

<56.8> Software procurement process

gj. The SDP shall describe the software procurement process implementation, and include here or in annex the procured software component list.

<56.9> Supplier management

gk. The SDP shall describe the supplier management approach.

NOTE  The software management aspects specified in <4.1> to <4.8> can be fully described in the SDP or, at higher level, in a project management plan according to the ECSS-M Standards 

<57> Software development approach

<57.1> Strategy to the software development 

gl. The SDP shall describe the overall strategy to the software development. 

NOTE  An activity diagram can be included.

<57.2> Software project development life cycle

<57.2.1> Software development life cycle identification 

gm. The SDP shall describe the software development life cycle.

gn. Definition of the selected life cycle paradigm (e.g. waterfall, incremental, or evolutionary) as well as the adopted software versioning approach shall be included.

go. The SDP shall cover the implementation of all the activities and tasks relevant to the involved software processes, including:

· system engineering processes related to software;

· software requirement & architecture engineering process;

· software design and implementation engineering process;

· software validation process;

· software verification process;

· software delivery and acceptance;

· software operation process;

· software maintenance process and its interface with development (documents to be handed over, tools to be maintained);

· software management process.

<57.2.2> Relationship with the system development cycle 

gp. The SDP shall describe the phasing of the software life cycle to the system development life cycle. 

NOTE  A process model representation can be used.

<57.2.3> Reviews and milestones identification and associated documentation 

gq. The SDP shall describe scope and purpose of each identified review, relevant deliverable and expected outputs. 

gr. For technical reviews, the SDP shall specify the applicable level of formalism.

gs. The role of involved parties or organizations at each review shall be described.

<57.3> Software engineering standards and techniques 

gt. The SDP shall describe (or provide references to their description of) the applied methodologies and list the standards for each software process and relevant activity.

gu. The requirements analysis method used shall be listed and referenced.

NOTE  Reference to applied literature or other standards can be described here.

gv. Any adaptation of the requirements analysis method shall be described or referenced.

gw. The selected design (architectural design and detailed design) methods shall be stated and referenced.

NOTE  Reference to applied literature or other standards can be described here.

gx. The parts of the software subject to auto-code generation shall be identified at PDR.

gy. The specificity of automatic code generation tool chains shall be considered, in particular for maintenance.

gz. Any adaptation of the design method (e.g. deviations, extensions, and avoidance of utilization of some methodology features) shall be described or referenced.

ha. Any HMI standard to be applied to the software development, if code generators are utilized (e.g. constraints to be imposed to use of generators in terms of allowed specific features) shall be documented.

hb. The selected software delivery format shall be described or referenced.

<57.4> Software development and software testing environment 

hc. This SDP shall describe the software development environment and testing environment, including the evidence of its suitability and the programming language selection suitability.

hd. Hardware platforms and selected software tools to be utilized for the software development and testing shall be described and include or reference the justification of their selection with respect to the relevant software methodology and standards.

NOTE  This covers, in particular, the tools used to configure the software for a particular mission with the parameters of the mission database.

he. The information in <5.4>b. shall, as a minimum, include:

1. the compiler and cross compiler system;

2. the requirements analysis tool;

3. the tools utilized in the software image generation;

4. the configuration management tools;

5. the software design tools;

6. the software static analysis tools;

7. the software test scripts language tools;

8. the software testing tools (debuggers, in circuit emulator, bus analyser).

<57.5> Software documentation plan 

<57.5.1> General

hf. The SDP shall describe or refer to all documentation relevant to the project and the documentation standards applied to the software project. 

<57.5.2> Software documentation identification

hg. The SDP, for each document to be produced (both internal documents and deliverable), shall include the documentation plan stating: 

1. the documentation file;

2. the document name;

3. the delivery requirements;

4. the review requirements;

5. the approval requirements.

<57.5.3> Deliverable items

hh. The SDP shall list the items to be delivered. 

hi. The SDF shall clearly address deliverable items internal to the software development organization (what, when and how).

<57.5.4> Software documentation standards

hj. The SDP shall describe the documentation standards applicable to the project. 

hk. Any tailoring to applicable documentation standards shall be detailed in this clause.

<57.6> This Standard’s tailoring traceability

hl. The SDP shall include the coverage matrix of the applicable tailoring of ECSS-E-ST-40 clause 5, or provide a reference to it.

O.2.2 Special remarks

None.

Annex P  (normative)
Software review plan (SRevP) - DRD

P.1 DRD identification 

P.1.1 Requirement identification and source document 

The software review plan (SRevP) is called from the normative provisions summarized in Table P-1.

Table P-1 : SRevP traceability to ECSS-E-ST-40 and ECSS-Q-ST-80 clauses

	ECSS Standard
	Clauses
	DRD section

	ECSS-E-ST-40
	5.3.3.2b.
	All


P.1.2 Purpose and objective 

The software review plan is a constituent of the design justification file (DJF). Its purpose is defined in ECSS-M-ST-10-01. This DRD is the tailoring of the ECSS-M-ST-10-01 standard for software.

P.2 Expected response

P.2.1 Scope and content

<58> Introduction

hm. The SRevP shall contain a description of the purpose, objective, content and the reason prompting its preparation.

<59> Applicable and reference documents

hn. The SRevP shall list the applicable and reference documents to support the generation of the document.

<60> Terms, definitions and abbreviated terms 

ho. The SRevP shall include any additional terms, definition or abbreviated terms used.

<61> Review title and project

<61.1> Exact name

hp. This section shall define the exact name of the review 

<61.2> System or product subject to review 

hq. This section shall describe the product subject to review, and its current development stage or the one expected for this review.

<62> Reference documents 

hr. The SRevP shall list all project documentation applicable to the review. Note: the documentation subject for review is detailed in section 10 of this SRevP. 

hs. Review data package documentation shall be according to the deliveries for every review in the Software life cycle chosen (see ECSS-E-ST-40C DRL per review).

<63> Review objectives

ht. This section shall describe the purpose of the review. 

NOTE  1
Typical objectives of the software system requirements (SRR) review are: 

· Agree with the customer or their representatives that all requirements captured in the requirements baseline are commonly understood and agreed.

· Review and baseline of the Requirements Baseline

· Suitability of the draft software development plan including the software planning elements

· Consistency of the software planning elements with respect to the upper level planning

· Ensurance that software product assurance activities are performed

· Evaluation of readiness to proceed to the next phase

NOTE  2
Typical objectives of the software requirement review (SWRR) (held as anticipation of the PDR) are: 

· Agree with the customer or their representatives that all requirements with respect to the requirements baseline are captured in the technical specification.

· Review and baseline the Technical Specification.

· Review the technical budget and margins estimations

· Review of known unsolved issues which can have major impacts

· Review the quality assurance reports

· Evaluation of readiness to proceed to the next phase

NOTE  3
Typical objectives of the software preliminary design review (PDR) are: 

· Agree with the customer or their representatives that all requirements with respect to the requirements baseline are captured in the technical specification.

· Review and baseline the Technical Specification.

· Review and baseline the software development approach and relevant plan

· Review and baseline the software product assurance approach and relevant plan.

· Review and baseline the software configuration management approach and relevant plan.

· Review and baseline the software verification and validation approach and relevant plan.

· Review and baseline of the software architecture

· Review the technical budget and margins estimations.

· Review the integration strategy

· Evaluation of the potential re-use of the software if applicable

· Review of known unsolved issues which can have major impacts

· Review the quality assurance reports

· Evaluation of readiness to proceed to the next phase

NOTE  4
Typical objectives of the software detailed design review (DDR) (held as anticipation of the CDR) are: 

· Review the detailed design

· Review the software technical budget status (e.g. CPU and memory)

· Baseline of the detailed design (i.e. baseline the software detailed design)

· Adequacy of the software units and integration plans

· Review of the Software Reuse File

· Evaluation of the potential re-use of the software

· Feasibility of integration and testing

· Review of known unsolved issues which can have major impact

· Review the quality assurance reports

· Evaluation of readiness to proceed to the next phase

NOTE  5
Typical objectives of the software test readiness review (TRR) are: 

· Baseline of the testing, analysis, inspection or review of design (e.g. Software Validation Specification w.r.t. the technical specification or requirement baseline)

· Baseline of the design documents

· Review of the integration and TS/RB-validation facilities

· Review of the Unit Test Results

· Review of the testing facilities configuration

· Verify that software documentation, software code, procured software and support software and facilities are under proper configuration control

· Baseline the testing configuration

· Review the quality assurance reports

· Review the status of all SPRs and NCRs

· Evaluation of readiness to proceed to testing

NOTE  6
Typical objectives of the review of the test review board (TRB) are: 

· Review the test results with respect to the testing specification or plans

NOTE  7
Typical objectives of the software critical design review (CDR) are: 

· Baseline of the detailed design (including the verification reports and technical budget report)

· Adequacy of the software units and integration plans and of the included unit and integration test procedures

· Review and baseline the SValP approach and relevant plan

· Review of the Software Reuse File, evaluation of the potential re-use of the software intended for reuse

· Baseline of the validation specification w.r.t. the technical specification.

· Review of the unit and integration test results, including as-run procedures.

· Verification that all the Technical Specification has been successfully validated (validation report) and verified (including technical budget, memory and CPU, and code coverage)

· Verify that the Software Configuration Item under review is a formal version under configuration control

· Review of the software user manual

· Review of known unresolved issues which can have major impact and resolution plan identification

· Review the quality assurance reports

· Review of the RB-validation facilities 

· Baseline of the Validation specification against the RB

· Evaluation of readiness to proceed to the next phase.

NOTE  8
Typical objectives of the software qualification review (QR) are: 

· To verify that the software meets all of its specified requirements, and in particular that verification and validation process outputs enable transition to ”qualified state” for the software products.

· Review of the RB-validation test, analysis, inspection or review of design results, including as-run procedures

· Verification that all the Requirements Baseline and interfaces requirements have been successfully validated and verified (including technical budgets and code coverage).

· Review the software release document

· Review of the acceptance facilities configuration

· Verify that the Software Configuration Item under review is a formal version under configuration control

· Review of known unresolved issues which can have major impact and resolution plan identification.

· Review the quality assurance reports 

· Evaluation of readiness to proceed to the next phase.

· Review of the maintenance plan

· Review the acceptance test plan

NOTE  9
Typical objectives of the software acceptance review (AR) are: 

· Review of the acceptance test results, including as-run procedures.

· Verify that the Software Configuration Item under review is a formal version under configuration control

· Verification that all the RB software requirements have been successfully validated and verified (including technical budgets and code coverage) throughout the development life cycle.

· Baseline of the software acceptance data package

· Verify that the complete set of acceptance test cases is run on the same software version

· Acceptance of the software product.

· Review of the software release document, the installation procedure and report and the maintenance plan

· Review of known unresolved issues which can have major impact and identification of resolution plan for each outstanding issue and known problems.

· Correct closure of major SPRs/NCRs

· Review of RFWs

· Review the quality assurance reports

<64> Expected results 

hu. The SRevP shall include:

1. The review entry criteria:

(a) Review data package is ready.

(b) Review team, organization and plan are agreed and ready. 

2. Review success criteria:

(a) Review objectives are met

(b) Actions agreed to be closed before this review have been closed

(c) RIDs agreed to be closed before this review have been closed

(d) RIDs from this review are dispositioned and actions assigned

3. The review conclusion, based on the review success criteria.

NOTE  Possible review conclusions are:

· Successful: review success criteria have been met. Authorization to proceed with next life cycle phase is granted.

· Successful with rework to be done: review success criteria have been partially met. There are pending corrections for documents and/or Software. Corrections are done according to open SPRs and actions agreed on RIDs. Authorization to proceed with next life cycle phase is granted. Dates for closure of open SPRs and implementation of actions from RIDs are agreed in the review.

· Not successful: review success criteria have not been met. Documents to be baselined at the review cannot be baselined, and Software released for the review cannot be used for follow on activities in their current status. Authorization to proceed with next life cycle phase is not granted.

4. The review report, including review minutes of meeting content, presentations, RID status metric, dispositioned RIDs, discussions, actions, review conclusion and any other material used during the review.

<65> Review process 

hv. The complete review process shall be defined, including:

1. Review planning;

2. Review participants invitation and confirmation;

3. Kick-off meeting (KOM);

4. Review datapackage(s) readiness check (optional);

5. Review datapackage(s) presentation to participants (optional);

6. Review datapackage(s) distribution;

7. Review group study of documents/deliveries followed by the generation of RIDs;

8. Review RIDs proposed disposition;

9. Review meeting(s): e.g. Review group/supplier meetings, Review group closing meeting, Decision making authority meeting;

10. 1Review actions closure;

11. 1Review closure.

hw. The agenda of the presentation session may be as follows:

1. Presentation of the review group and its report;

2. Presentation of the project (context, technical and management requirements);

3. Presentation of the product (definition, critical points, performance, operations);

4. State of recommendations of the previous review (if any).

<66> Review schedule

hx. The SRevP shall include a description of activity flow from data package delivery up to and including review group meeting and sequential dates.

<67> Documentation subject to review 

hy. The SRevP shall include:

1. The list of documents and deliveries (not only documents) subject for review;

2. Reference and applicable documents for the review;

3. The review datapackage description, including the dependencies of its deliveries subject for review.

<68> Participants 

hz. The SRevP shall include, as per ECSS-M-ST-10-01 clause 5.3:

1. Decision making authority responsibilities;

2. Review group chairperson, secretary and members of the review group, the supplier project team, and their responsibilities;

3. Level of independence of members;

<69> Logistics 

ia. The SRevP shall include:

1. The exact review address.;

2. Instructions on how to arrive to the meeting location and how to get to the meeting room, including security checks needs;

3. Other logistic needs such as: LCD projector, room size, beverages available, and layout of the meeting room;

4. Suggestions on the nearest or more suitable accommodation possibilities;

5. A local point of contact, including name of contact person and complete address and phone numbers and e-mail.

<70> Annex - RID form 

ib. The SRevP shall include a RID form in conformance with ECSS-M-ST-10-01.

P.2.2 Special remarks

None.

Annex Q  (informative)
Document organization and contents at each milestones 

Q.1 Introduction

The following clauses list the software items per review with the following columns:

· the DRD, where “-” means that there is no DRD and “ blank” means that it is an immaterial output,

· the requirement number and expected output number if needed, 

· the name of the expected output, 

· the trace into the DRD,

· the file.

The list is sorted per file, then per DRD, then per requirement number.

Q.2 SRR

Table Q-1 : Documents content at milestone SRR

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	SSS
	5.2.2.1.a
	a
	Functions and performance system requirements allocated to software
	<5.2>
	RB

	SSS
	5.2.2.1.a
	b
	Verification and validation product requirements
	<6.3>, <6.4>
	RB

	SSS
	5.2.2.1.a
	c
	Software operations requirements
	<5.11>
	RB

	SSS
	5.2.2.1.a
	d
	Software maintenance requirements
	<5.12>
	RB

	SSS
	5.2.2.1.a
	e
	Requirements for in flight modification capabilities
	<5.12>
	RB

	SSS
	5.2.2.1.a
	f
	Requirements for real- time
	<5.2>3
	RB

	SSS
	5.2.2.1.a
	g
	Requirements for security
	<5.6>
	RB

	SSS
	5.2.2.1.a
	h
	Quality requirements
	<5.9>
	RB

	SSS
	5.2.2.2.a
	
	System and software observability requirements
	<5.13>
	RB

	SSS
	5.2.2.3.a
	
	HMI requirements
	<5.2>
	RB

	SSS
	5.2.3.1.a
	
	Verification and validation process requirements
	<6.1>
	RB

	SSS
	5.2.3.2.a
	
	Validation requirements and scenario
	<6.2>
	RB

	SSS
	5.2.3.3.a
	
	Installation an acceptance requirements at the operational and maintenance sites
	<6.4>a.1
	RB

	SSS
	5.2.4.1.a
	
	Association of requirements to versions
	<6.4>a.2
	RB

	SSS
	5.2.4.1.b
	
	Delivery content and media
	<6.4>a.2
	RB

	SSS
	5.2.4.2.a
	
	System level integration support requirements
	<6.4>a.3
	RB

	SSS
	5.2.4.4.a
	
	System database content and allowed operational range
	<5.4>
	RB

	SSS
	5.2.4.5.a
	
	Design and development constraints
	<5.10>
	RB

	SSS
	5.2.4.6.a
	
	OBCP requirements
	<5.2>e
	RB

	SSS
	5.2.4.7.a
	
	Requirements for ’software to be reused’
	<5.9>
	RB

	SSS
	5.2.4.8.a
	
	Software safety and dependability requirements
	<5.7>, <5.8>
	RB

	SSS
	5.2.4.9.a
	
	Format and delivery medium of exchanged data
	<6.4>a.4
	RB

	SSS
	5.3.8.1.a
	
	Technical budgets and margin philosophy for the project
	<5.5>
	RB

	IRD
	5.2.4.3.a
	
	External interface requirements specification
	All
	RB

	
	5.3.4.1.a
	
	Approved requirements baseline
	
	RB

	SRevP
	5.3.3.2.b
	
	Review Plan
	All
	MGT

	SDP
	5.3.2.1.a
	
	Software life cycle definition
	<5.2.1>
	MGT

	SDP
	5.3.2.1.b
	
	Software life cycle definition
	<5.2.1>
	MGT

	SDP
	5.3.2.1.d
	
	Software life cycle definition
	<5.2.3>, <5.5>
	MGT

	SDP
	5.3.2.3.a
	
	Software procurement process documentation and implementation
	<4.8>
	MGT

	SDP
	5.3.2.4.a
	
	Autocode input model review
	<5.2>
	MGT

	SDP
	5.3.2.4.b
	
	Autocode interface definition and resource allocation
	<5.3>
	MGT

	SDP
	5.3.2.4.c
	
	Automatic code generation development process and tools
	<5.3>
	MGT

	SDP
	5.3.2.4.d
	.
	Automatic code generation verification and validation strategy
	<5.4>
	MGT

	SDP
	5.3.3.2.a
	
	Software project reviews included in the software life cycle definition
	<5.2.3>
	MGT

	SDP
	5.3.3.3.a
	
	Software technical reviews included in the software life cycle definition
	<5.2.3>
	MGT

	SDP
	5.3.3.3.b
	
	Technical reviews process 
	<5.2.3>
	MGT

	SDP
	5.3.3.3.c
	
	Software technical reviews included in the software life cycle definition
	<5.2.3>
	MGT

	SDP
	5.3.6.1.a
	
	Flight software review phasing
	<5.2.2>
	MGT

	SDP
	5.3.6.1.b
	
	Flight software review phasing
	<5.2.2>
	MGT

	SDP
	5.3.6.2.a
	
	Ground software review phasing
	<5.2.2>
	MGT

	SDP
	5.3.9.1.a
	
	ECSS-E-ST-40 compliance matrix
	<5.6>
	MGT

	SDP
	5.3.9.2.a
	
	ECSS-E-ST-40 compliance matrix
	<5.6>
	MGT

	SCMP
	5.3.2.4.e
	
	Automatic code generation configuration management
	
	MGT

	SCMP
	5.3.2.5.a
	
	Changes to baselines
	
	MGT

	-
	5.3.7.1.a
	
	Interface management procedures
	
	MGT

	SVR
	5.3.8.2.a
	
	Technical budgets and margin computation
	<5.2>
	DJF

	SVR
	5.8.3.1.a
	
	Requirements baseline verification report
	<4.2>
	DJF

	-
	5.3.3.1.a
	
	Joint review reports
	
	DJF


Q.3 PDR

Q.3.1 PDR/SWRR

Table Q-2 : Documents content at milestone PDR/SWRR

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	SRS
	5.4.2.1.a
	a
	Functional and performance specifications, including hardware characteristics, and environmental conditions under which the software item executes, including budgets requirements
	<4.2>, <5.2>, <5.3>, <5.6>
	TS

	SRS
	5.4.2.1.a
	b
	Operational, reliability, safety, maintainability, portability, configuration, delivery, adaptation and installation requirements, design constraints
	<5.5>, <5.2>, <5.9>, <5.11>, <5.12>, <5.13>, <5.14>, <5.17>
	TS

	SRS
	5.4.2.1.a
	c
	Software product quality requirements
	<5.10>
	TS

	SRS
	5.4.2.1.a
	d
	Security specifications, including those related to factors which can compromise sensitive information
	<5.8>
	TS

	SRS
	5.4.2.1.a
	e
	Human factors engineering (ergonomics) specifications, including those related to manual operations, human-equipment interactions, constraints on personnel, and areas requiring concentrated human attention, that are sensitive to human errors and training
	<5.16>
	TS

	SRS
	5.4.2.1.a
	f
	Data definition and database requirements
	<5.15>
	TS

	SRS
	5.4.2.1.a
	g
	Validation requirements
	<6>
	TS

	SRS
	5.4.2.1.a
	i
	Reuse requirements
	<5.7>b.7
	TS

	SRS
	5.4.2.2.a
	
	Specifications for in flight software modifications
	<5.7>b.5
	TS

	SRS
	5.4.2.3.a
	
	Software logical model
	<8>
	TS

	SRS
	5.4.2.3.b
	
	Software logical model method
	<8>
	TS

	SRS
	5.4.2.3.c
	
	Behavioural view in software logical model
	<8>
	TS

	SRS
	5.8.3.2.a
	a
	Requirements traceability matrices
	<7>, <5.1>c
	TS

	ICD
	5.4.2.1.a
	g
	Validation requirements
	<6>
	TS

	ICD
	5.4.2.1.a
	h
	Interfaces external to the software item
	<5.2>
	TS

	ICD
	5.8.3.2.a
	a
	Requirements traceability matrices
	<7>
	TS

	
	5.3.4.2.b
	
	Approved technical specification and interface
	
	TS

	SVR
	5.8.3.12.a
	
	Technical budgets - memory and CPU estimation
	<5>
	DJF

	SVR
	5.8.3.13.a
	
	Software behaviour verification
	<4.3.2>
	DJF

	SVR
	5.8.3.2.a
	a
	Requirements traceability matrices
	<4.3>1
	DJF

	SVR
	5.8.3.2.a
	b
	Requirements verification report
	<4.3>2
	DJF


Q.3.2 PDR (in addition to PDR/SWRR)

Table Q-3 : Documents content at milestone PDR (in addition to PDR/SWRR)

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	ICD
	5.4.3.5.a
	a
	Preliminary external interfaces design
	<5.3>
	TS

	
	5.3.4.2.a
	
	Approved technical specification and interface, architecture and plans
	
	TS

	SRevP
	5.3.3.2.b
	
	Review Plan
	All
	MGT

	SDP
	5.3.2.1.a
	
	Software life cycle definition 
	<5.2.1>
	MGT

	SDP
	5.3.2.1.b
	
	Software life cycle definition
	<5.2.1>
	MGT

	SDP
	5.3.2.1.c
	
	Development strategy, standards, techniques, development and testing environments
	<<5.4>5.1>, <5.3>, 
	MGT

	SDP
	5.3.2.1.d
	
	Software life cycle definition
	<5.2.3>, <5.5>
	MGT

	SDP
	5.3.2.2.a
	
	Identification of interface between development and maintenance
	<5.2.1>
	MGT

	SDP
	5.3.2.3.a
	
	Software procurement process documentation and implementation
	<4.8>
	MGT

	SDP
	5.3.2.4.a
	
	Autocode input model review
	<5.2>
	MGT

	SDP
	5.3.2.4.b
	
	Autocode interface definition and resource allocation
	<5.3>
	MGT

	SDP
	5.3.2.4.c
	
	Automatic code generation development process and tools
	<5.3>
	MGT

	SDP
	5.3.2.4.d
	
	Automatic code generation verification and validation strategy
	<5.4>
	MGT

	SDP
	5.3.3.2.a
	
	Software project reviews included in the software life cycle definition
	<5.2.3>
	MGT

	SDP
	5.3.3.3.a
	
	Software technical reviews included in the software life cycle definition
	<5.2.3>
	MGT

	SDP
	5.3.3.3.b
	
	Technical reviews process 
	<5.2.3>
	MGT

	SDP
	5.3.3.3.c
	
	Software technical reviews included in the software life cycle definition
	<5.2.3>
	MGT

	SDP
	5.3.6.1.a
	
	Flight software review phasing
	<5.2.2>
	MGT

	SDP
	5.3.6.1.b
	
	Flight software review phasing
	<5.2.2>
	MGT

	SDP
	5.3.6.2.a
	
	Ground software review phasing
	<5.2.2>
	MGT

	SDP
	5.3.9.1.a
	
	ECSS-E-ST-40 compliance matrix
	<5.6>
	MGT

	SDP
	5.3.9.2.a
	
	ECSS-E-ST-40 compliance matrix
	<5.6>
	MGT

	SCMP
	5.3.2.4.e
	
	Automatic code generation configuration management
	
	MGT

	SCMP
	5.3.2.5.a
	
	Changes to baselines procedures
	
	MGT

	
	5.3.4.2.a
	
	Approved technical specification and interface, architecture and plans
	
	MGT

	SVR
	5.3.8.2.a
	
	Technical budgets and margin computation
	<5.2>
	DJF

	SVR
	5.8.3.10.a
	
	Software documentation verification report
	<4.3.2>, <4.3>a.2, <4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.11.a
	
	Schedulability analysis
	<5>
	DJF

	SVR
	5.8.3.13.b
	
	Software behaviour verification
	<4.3.2>
	DJF

	SVR
	5.8.3.3.a
	a
	Software architectural design to requirements traceability matrices
	<4.3>1
	DJF

	SVR
	5.8.3.3.a
	b
	Software architectural design and interface verification report
	<4.3>2
	DJF

	SVerP
	5.8.2.1.a
	
	Software verification plan - verification process identification[
	<4>
	DJF

	SVerP
	5.8.2.1.b
	
	Software verification plan - software products identification
	<4>
	DJF

	SVerP
	5.8.2.1.c
	
	Software verification plan - activities, methods and tools
	<6>
	DJF

	SVerP
	5.8.2.1.d
	
	Software verification plan - organizational independence, risk and effort identification
	<4>
	DJF

	SValP
	5.6.2.1.a
	
	Software validation plan - validation process identification
	<4>, <6>
	DJF

	SValP
	5.6.2.1.b
	
	Software validation plan - methods and tools
	<4.6>, <5>, <7>
	DJF

	SValP
	5.6.2.1.c
	
	Software validation plan - effort and independence
	<4>
	DJF

	SValP
	5.8.3.9.a
	
	Complement of validation at system level
	<9>
	DJF

	SUITP
	5.4.3.8.a
	
	Software integration strategy
	<5>, <6>, <7>
	DJF

	SRF
	5.4.3.6.a
	
	Software intended for reuse - justification of methods and tools
	<4>, <6>b.3
	DJF

	SRF
	5.4.3.6.b
	
	Software intended for reuse - evaluation of reuse potential
	<4>, <5>, <6>
	DJF

	SRF
	5.4.3.7.a
	
	Justification of reuse with respect to requirements baseline
	<4>, <5>
	DJF

	-
	5.3.3.1.a
	
	Joint review reports
	
	DJF

	-
	5.6.2.2.a
	
	Independent software validation plan - organization selection
	
	DJF

	-
	5.6.2.2.b
	
	Independent software validation plan - level of independence
	
	DJF

	-
	5.8.2.2.a
	
	Independent software verification plan - organization selection
	
	DJF

	-
	5.8.2.2.b
	
	Independent software verification plan - level of independence
	
	DJF

	
	5.3.4.2.a
	
	Approved technical specification and interface, architecture and plans
	
	DJF

	SDD
	5.4.3.1.a
	
	Software architectural design
	<4.1>, <4.2>, <4.3>, <5.1>,<5.2>, <5.3>
	DDF

	SDD 
	5.4.3.2.a
	
	Software architectural design method
	<4.6>, <4.7>
	DDF

	SDD


	5.4.3.3.a
	
	Computational model
	<5.2>c
	DDF

	SDD


	5.4.3.4.a
	
	Software behaviour
	<4.3>, <5.2>e
	DDF

	SDD


	5.4.3.5.a
	b
	Preliminary internal interfaces design
	<4.4>
	DDF

	SDD


	5.4.3.6.c
	
	Software architectural design with configuration data
	<4.1>c
	DDF

	SDD


	5.8.3.3.a
	a
	Software architectural design to requirements traceability matrices
	<6>
	DDF

	
	5.3.4.2.a
	
	Approved technical specification and interface, architecture and plans
	
	DDF


Q.4 TRR

Table Q-4 : Documents content at milestone TRR

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	
	5.3.5.1.a
	
	Confirmation of readiness of test activities
	
	DJF


Q.5 TRB

Table Q-5 : Documents content at milestone TRB

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	
	5.3.5.2.a
	
	Approved test results
	
	DJF


Q.6 CDR

Q.6.1 CDR/DDR

Table Q-6 : Documents content at milestone CDR/DDR

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	ICD
	5.5.2.2.a
	a
	External interfaces design (update)
	<5.3>
	TS

	SVR
	5.8.3.11.b
	
	Schedulability analysis (update)
	<5>
	DJF

	SVR
	5.8.3.12.b
	
	Technical budgets - memory and CPU estimation (update)
	<5>
	DJF

	SVR
	5.8.3.13.c
	
	Software behaviour verification
	<4.4>a.2
	DJF

	SVR
	5.8.3.4.a
	a
	Detailed design traceability matrices
	<4.4>a.1
	DJF

	SVR
	5.8.3.4.a
	b
	Detailed design verification report
	<4.4>a.2
	DJF

	SVR
	5.8.3.6.a
	a
	Software unit tests traceability matrices
	<4.4>a.1
	DJF

	SUITP
	5.5.2.9.a
	
	Software unit test plan
	<5>, <6>, <7>, <8>, <9>
	DJF

	SRF
	5.4.3.6.b
	
	Software intended for reuse - evaluation of reuse potential
	<4>, <5>, <6>
	DJF

	
	5.3.4.3.b
	
	Approved detailed design, interface design and budget
	
	DJF

	SUM
	5.5.2.8.a
	
	Software user manual
	All
	DDF

	SDD
	5.4.3.6.c
	
	Software architectural design with configuration data
	<4.1>c
	DDF

	SDD
	5.5.2.1.a
	
	Software components design documents
	<5.4>
	DDF

	SDD
	5.5.2.1.b
	
	Software components design documents
	<5.4>
	DDF

	SDD
	5.5.2.1.c
	
	Software components design documents
	<5.4>
	DDF

	SDD
	5.5.2.2.a
	b
	Internal interfaces design (update)
	<5.5>
	DDF

	SDD
	5.5.2.3.a
	a
	Software static design model
	<5.4>
	DDF

	SDD
	5.5.2.3.a
	b
	Software dynamic design model
	<5.4>
	DDF

	SDD
	5.5.2.3.a
	c
	Software behavioural design model
	<5.4>
	DDF

	SDD
	5.5.2.4.a
	
	Software design method
	<4.7>
	DDF

	SDD
	5.5.2.5.a
	
	Real-time software dynamic design model
	<5.2>c
	DDF

	SDD
	5.5.2.5.b
	
	Real-time software dynamic design model
	<5.2>c
	DDF

	SDD
	5.5.2.5.c
	
	Real-time software dynamic design model
	<5.2>c
	DDF

	SDD
	5.5.2.5.d
	
	Real-time software dynamic design model
	<5.2>c
	DDF

	SDD
	5.5.2.5.e
	
	Real-time software dynamic design model
	<5.2>c
	DDF

	SDD
	5.5.2.6.a
	
	Software behavioural design model techniques
	<4.7>
	DDF

	SDD
	5.5.2.7.a
	
	Compatibility of real-time design methods with the computational model
	<4.7>
	DDF

	SDD
	5.8.3.4.a
	a
	Detailed design traceability matrices
	<6>
	DDF

	
	5.3.4.3.b
	
	Approved detailed design, interface design and budget
	
	DDF


Q.6.2 CDR (in addition to CDR/DDR)

Table Q-7 : Documents content at milestone CDR (in addition to CRD/DDR)

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	SVS
	5.6.3.1.a
	
	Software validation specification with respect to the technical specification 
	<4>, <5>, <6>, <7>, <8>, <10>, <11>
	DJF

	SVS
	5.6.3.1.b
	
	Software validation specification with respect to the technical specification 
	<4>, <5>, <6>,<7>, <8>, <10>,<11>
	DJF

	SVS
	5.6.3.1.c
	
	Software validation specification with respect to the technical specification 
	<5>, <9>
	DJF

	SVS
	5.8.3.8.a
	b
	Traceability of the technical specification to the validation specification
	<11>
	DJF

	SVR
	5.8.3.10.a
	
	Software documentation verification report
	<4.3.2>, <4.3>a.2, <4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.11.c
	
	Schedulability analysis (update)
	<5>
	DJF

	SVR
	5.8.3.12.c
	
	Technical budgets - memory and CPU estimation (update)
	<5>
	DJF

	SVR
	5.8.3.5.a
	a
	Software code traceability matrices
	<4.4>a.1
	DJF

	SVR
	5.8.3.5.a
	b
	Software code verification report
	<4.4>a.2
	DJF

	SVR
	5.8.3.5.b
	
	Code coverage verification report
	<4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.5.c
	
	Code coverage verification report
	<4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.5.d
	
	Code coverage verification report
	<4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.5.e
	
	Code coverage verification report
	<4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.5.f
	
	Robustness verification report
	<4.4>a.2
	DJF

	SVR
	5.8.3.6.a
	b
	Software unit testing verification report
	<4.4>a.2
	DJF

	SVR
	5.8.3.7.a
	
	Software integration verification report
	<4.4>a.2
	DJF

	SVR
	5.8.3.8.a
	b
	Traceability of the technical specification to the validation specification
	<4.6>a.1
	DJF

	SVR
	5.8.3.8.b
	a
	Validation report evaluation with respect to the technical specification
	<4.6>a.2
	DJF

	SUITP
	5.5.3.2.a
	b
	Software unit test plan (update)
	<10>, <11>
	DJF

	SUITP
	5.5.4.1.a
	
	Software integration test plan (update)
	<8>, <9>, <10>, <11>
	DJF

	-
	5.3.3.1.a
	
	Joint review reports
	
	DJF

	-
	5.5.3.2.b
	b
	Software unit test report
	
	DJF

	-
	5.5.3.2.c
	
	Software unit test report
	
	DJF

	-
	5.5.4.2.a
	
	Software integration test report
	
	DJF

	-
	5.6.3.2.a
	
	Software validation report with respect to the technical specification
	
	DJF

	
	5.3.4.3.a
	
	Approved design definition file and design justification file
	
	DJF

	SUM
	5.6.3.3.a
	
	Software user manual (update)
	All
	DDF

	source
	5.5.3.1.a
	a
	Software component design documents and code (update)
	
	DDF

	source
	5.5.3.2.a
	a
	Software component design documents and code (update)
	
	DDF

	source
	5.5.3.2.b
	a
	Software component design document and code (update)
	
	DDF

	SDD
	5.5.3.1.a
	a
	Software component design documents and code (update)
	<5>
	DDF

	SDD
	5.5.3.2.a
	a
	Software component design documents and code (update)
	<5>
	DDF

	SDD
	5.5.3.2.b
	a
	Software component design document and code (update)
	<5>
	DDF

	SCF
	5.5.3.1.a
	b
	Software configuration file - build procedures
	
	DDF

	
	5.3.4.3.a
	
	Approved design definition file and design justification file
	
	DDF


Q.7 QR

Table Q-8 : Documents content at milestone QR

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	
	5.3.4.4.a
	
	Qualified software product
	
	TS

	
	5.3.4.4.a
	
	Qualified software product
	
	RB

	
	5.3.4.4.a
	
	Qualified software product
	
	MGT

	-
	5.10.2.1.a
	
	Maintenance plan - plans and procedures
	
	MF

	-
	5.10.2.1.b
	
	Maintenance plan - applicability of development process procedures, methods, tools and standards
	
	MF

	-
	5.10.2.1.c
	
	Maintenance plan - configuration management process
	
	MF

	-
	5.10.2.1.d
	
	Maintenance plan - problem reporting and handling
	
	MF

	-
	5.10.2.1.e
	
	Problem and nonconformance report
	
	MF

	-
	5.10.2.2.a
	
	Maintenance plan - long term maintenance solutions
	
	MF

	
	5.3.4.4.a
	
	Qualified software product
	
	MF

	SVS
	5.6.4.1.a
	
	Software validation specification with respect to the requirements baseline 
	<4>, <5>, <6>, <7>, <8>, <10>, <11>
	DJF

	SVS
	5.6.4.1.b
	
	Software validation specification with respect to the requirements baseline 
	<4>, <5>, <6>, <7>, <8>, <10>, <11>
	DJF

	SVS
	5.6.4.1.c
	
	Software validation specification with respect to the requirements baseline 
	<5>, <9>
	DJF

	SVS
	5.8.3.8.a
	a
	Traceability of the requirements baseline to the validation specification
	<11>
	DJF

	SVR
	5.8.3.10.a
	
	Software documentation verification report
	<4.3.2>, <4.3>a.2, <4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.12.c
	
	Technical budgets - memory and CPU estimation (update)
	<5>
	DJF

	SVR
	5.8.3.5.b
	
	Code coverage verification report
	<4.5>a.2
	DJF

	SVR
	5.8.3.5.c
	
	Code coverage verification report
	<4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.5.d
	
	Code coverage verification report
	<4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.5.e
	
	Code coverage verification report
	<4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.8.a
	a
	Traceability of the requirements baseline to the validation specification
	<4.6>a.1
	DJF

	SVR
	5.8.3.8.b
	b
	Validation report evaluation with respect to the requirements baseline
	<4.6>a.2
	DJF

	-
	5.3.3.1.a
	
	Joint review reports
	
	DJF

	-
	5.6.4.2.a
	
	Software validation report with respect to the requirements baseline
	
	DJF

	-
	5.6.4.2.b
	
	Software validation report with respect to the requirements baseline
	
	DJF

	-
	5.7.3.1.a
	
	Acceptance test plan
	
	DJF

	
	5.3.4.4.a
	
	Qualified software product
	
	DJF

	SUM
	5.6.4.3.a
	
	Software user manual (update)
	All
	DDF

	Srel
	5.7.2.1.a
	b
	Software release document
	All
	DDF

	-
	5.7.2.1.a
	a
	Software product
	
	DDF

	-
	5.7.2.2.a
	
	Training material
	
	DDF

	
	5.3.4.4.a
	
	Qualified software product
	
	DDF


Q.8 AR

Table Q-9 : Documents content at milestone AR

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	
	5.3.4.5.a
	
	Accepted software product
	
	TS

	
	5.3.4.5.a
	
	Accepted software product
	
	RB

	
	5.3.4.5.a
	
	Accepted software product
	
	MGT

	-
	5.10.2.1.a
	
	Maintenance plan - plans and procedures
	
	MF

	-
	5.10.2.1.b
	
	Maintenance plan - applicability of development process procedures, methods, tools and standards
	
	MF

	-
	5.10.2.1.c
	
	Maintenance plan - configuration management process
	
	MF

	-
	5.10.2.1.d
	
	Maintenance plan - problem reporting and handling
	
	MF

	-
	5.10.2.2.a
	
	Maintenance plan - long term maintenance solutions
	
	MF

	
	5.3.4.5.a
	
	Accepted software product
	
	MF

	SVS
	5.6.4.1.a
	
	Software validation specification with respect to the requirements baseline 
	<4>, <5>, <6>, <7>, <8>, <10>, <11>
	DJF

	SVS
	5.6.4.1.b
	
	Software validation specification with respect to the requirements baseline 
	<4>, <5>, <6>, <7>, <8>, <10>, <11>
	DJF

	SVS
	5.6.4.1.c
	
	Software validation specification with respect to the requirements baseline 
	<5>, <9>
	DJF

	SVS
	5.8.3.8.a
	a
	Traceability of the requirements baseline to the validation specification
	<11>
	DJF

	SVR
	5.7.3.5.a
	
	Traceability of acceptance tests to the requirements baseline
	<4.5>a.1
	DJF

	SVR
	5.8.3.12.c
	
	Technical budgets - memory and CPU estimation (update)
	<5>
	DJF

	SVR
	5.8.3.5.b
	
	Code coverage verification report
	<4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.5.c
	
	Code coverage verification report
	<4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.5.d
	
	Code coverage verification report
	<4.4>a.2,
	

	SVR
	5.8.3.5.e
	
	Code coverage verification report
	<4.4>a.2, <4.5>a.2
	DJF

	SVR
	5.8.3.8.a
	a
	Traceability of the requirements baseline to the validation specification
	<4.6>a.1
	DJF

	-
	5.3.3.1.a
	
	Joint review reports
	
	DJF

	-
	5.6.4.2.a
	
	Software validation report with respect to the requirements baseline
	
	DJF

	-
	5.6.4.2.b
	
	Software validation report with respect to the requirements baseline
	
	DJF

	-
	5.7.2.4.a
	
	Installation report
	
	DJF

	-
	5.7.2.4.b
	
	Installation report
	
	DJF

	-
	5.7.2.4.c
	
	Installation report
	
	DJF

	-
	5.7.2.4.d
	
	Installation report
	
	DJF

	-
	5.7.3.1.a
	
	Acceptance test plan
	
	DJF

	-
	5.7.3.2.a
	
	Acceptance test report
	
	DJF

	-
	5.7.3.4.a
	
	Joint review reports
	
	DJF

	-
	5.7.3.4.b
	
	Joint review reports
	
	DJF

	
	5.3.4.5.a
	
	Accepted software product
	
	DJF

	SUM
	5.6.4.3.a
	
	Software user manual (update)
	All
	DDF

	Srel
	5.7.2.1.a
	b
	Software release document
	All
	DDF

	SCF
	5.7.2.3.a
	
	Installation procedure
	
	DDF

	-
	5.7.2.1.a
	a
	Software product
	
	DDF

	-
	5.7.3.3.a
	
	Software product
	
	DDF

	
	5.3.4.5.a
	
	Accepted software product
	
	DDF


Q.9 ORR

Table Q-10 : Documents content at milestone ORR

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	-
	5.9.2.1.a
	
	Software operation support plan - operational testing specifications
	
	OP

	-
	5.9.2.2.a
	
	Software operation support plan - plans and procedures
	
	OP

	-
	5.9.2.3.a
	
	Software operation support plan - procedures for problem handling
	
	OP

	-
	5.9.3.1.a
	
	Operational testing results
	
	OP

	-
	5.9.3.2.a
	
	Operational testing results
	
	OP

	-
	5.10.2.1.a
	
	Maintenance plan - plans and procedures
	
	MF

	-
	5.10.2.1.b
	
	Maintenance plan - applicability of development process procedures, methods, tools and standards
	
	MF

	-
	5.10.2.1.c
	
	Maintenance plan - configuration management process
	
	MF

	-
	5.10.2.1.d
	
	Maintenance plan - problem reporting and handling
	
	MF

	-
	5.10.2.2.a
	
	Maintenance plan - long term maintenance solutions
	
	MF

	-
	5.9.3.3.a
	
	Software product
	
	DDF


Q.10 No explicit review

Table Q-11 : Documents content of documents with no explicit review

	DRD
	Requirement
	Expected output
	Name of expected output
	Trace to DRD
	File

	-
	5.10.6.6.a
	
	Post operation review report
	
	OP

	-
	5.10.6.6.b
	
	Post operation review report
	
	OP

	-
	5.9.4.2.a
	
	Problem and nonconformance report
	
	OP

	-
	5.9.5.1.a
	
	User’s requests record - user’s request and subsequent actions
	
	OP

	-
	5.9.5.1.b
	
	User’s requests record - user’s request and subsequent actions
	
	OP

	-
	5.9.5.2.a
	
	User’s requests record - actions
	
	OP

	-
	5.9.5.2.b
	
	User’s requests record - actions
	
	OP

	-
	5.9.5.2.c
	
	User’s requests record - actions
	
	OP

	-
	5.9.5.3.a
	
	User’s requests record - work-around solutions
	
	OP

	-
	5.9.5.3.b
	
	User’s requests record - work-around solutions
	
	OP

	-
	5.10.3.1.a
	
	Modification analysis report and problem analysis report
	
	MF

	-
	5.10.3.1.b
	
	Modification analysis report and problem analysis report
	
	MF

	-
	5.10.3.1.c
	
	Modification analysis report and problem analysis report
	
	MF

	-
	5.10.3.1.d
	
	Modification analysis report and problem analysis report
	
	MF

	-
	5.10.4.1.a
	
	Modification documentation
	
	MF

	-
	5.10.4.2.a
	
	Modification documentation
	
	MF

	-
	5.10.4.3.a
	
	Modification documentation
	
	MF

	-
	5.10.4.3.b
	
	Modification documentation
	
	MF

	-
	5.10.4.3.c
	
	Modification documentation
	
	MF

	-
	5.10.4.3.d
	
	Modification documentation
	
	MF

	-
	5.10.4.3.e
	
	Modification documentation
	
	MF

	-
	5.10.5.1.a
	
	Joint review reports
	
	MF

	-
	5.10.5.2.a
	
	Baseline for changes
	
	MF

	-
	5.10.6.1.a
	
	Migration plan
	
	MF

	-
	5.10.6.2.a
	
	Migration plan
	
	MF

	-
	5.10.6.3.a
	
	Migration plan
	
	MF

	-
	5.10.6.4.a
	
	Migration plan
	
	MF

	-
	5.10.6.5.a
	
	Migration notification
	
	MF

	-
	5.10.6.5.b
	
	Migration notification
	
	MF

	-
	5.10.6.7.a
	
	Migration plan
	
	MF

	-
	5.10.7.1.a
	
	Retirement plan
	
	MF

	-
	5.10.7.2.a
	
	Retirement notification
	
	MF

	-
	5.10.7.3.a
	
	Retirement plan
	
	MF

	-
	5.10.7.4.a
	
	Retirement plan
	
	MF

	
	5.10.3.1.e
	
	Modification approval
	
	MF


Annex R  (normative)
Tailoring of this Standard based on software criticality

R.1 Overview

The following applicability matrix represents a tailoring of the requirements of this Standard based on the software criticality categories defined in ECSS-Q-ST-80 Annex D.1. 

For each clause of this Standard and for each software criticality category, the following indication is given:

· Y: means that the requirement is applicable for that criticality level. The activity and the expected output are required;

· N: means that the requirement is not applicable for that criticality level. Neither the activity nor the expected output are required;

· e: means that the required expected output may not be a document, but the electronic format of a tool database to be agreed with the customer, e.g. for detailed design;

NOTE  The electronic format of a tool database can be required or accepted by the customer for any criticality level. However, when “e” is not mentioned, the complete information of the DRD is deliverable, whereas when “e” is mentioned, the tool database is enough, even if some DRD information is missing.

· Specified specific conditions.

R.2 Tailoring

ic. For tailoring of this standard based on software criticality categories, Table R-1 shall be applied.

Table R-1 : Criticality applicability

	Requirement identification
	Expected Output
	A
	B
	C
	D

	5.2.2.1a.
	Specification of system requirements allocated to software
	Y
	Y
	Y
	Y

	5.2.2.1a.-a.
	Functions and performance system requirements allocated to software
	Y
	Y
	Y
	Y

	5.2.2.1a.-b.
	Verification and validation product requirements
	Y
	Y
	Y
	Y

	5.2.2.1a.-c.
	Software operations requirements
	Y
	Y
	Y
	Y

	5.2.2.1a.-d.
	Software maintenance requirements
	Y
	Y
	Y
	Y

	5.2.2.1a.-e.
	Requirements for in flight modification capabilities
	Y
	Y
	Y
	Y

	5.2.2.1a.-f.
	Requirements for real-time
	Y
	Y
	Y
	Y

	5.2.2.1a.-g.
	Requirements for security
	Y
	Y
	Y
	Y

	5.2.2.1a.-h.
	Quality requirements
	Y
	Y
	Y
	Y

	5.2.2.2a.
	System and software observability requirements
	Y
	Y
	Y
	Y

	5.2.2.3a.
	HMI requirements
	Y
	Y
	Y
	Y

	5.2.3.1a.
	Verification and validation process requirements
	Y
	Y
	Y
	Y

	5.2.3.2a.
	Validation requirements and scenario
	Y
	Y
	Y
	Y

	5.2.3.3a.
	Installation an acceptance requirements at the operational and maintenance sites
	Y
	Y
	Y
	Y

	5.2.4.1a.
	Association of requirements to versions
	Y
	Y
	Y
	Y

	5.2.4.1b.
	Delivery content and media
	Y
	Y
	Y
	Y

	5.2.4.2a.
	System level integration support requirements
	Y
	Y
	Y
	Y

	5.2.4.3a.
	External interface requirements specification
	Y
	Y
	Y
	Y

	5.2.4.4a.
	System database content and allowed operational range
	Y
	Y
	Y
	Y

	5.2.4.5a.
	Design and development constraints
	Y
	Y
	Y
	Y

	5.2.4.6a.
	OBCP requirements
	Y
	Y
	Y
	Y

	5.2.4.7a.
	Requirements for ’software to be reused’
	Y
	Y
	Y
	Y

	5.2.4.8a.
	Software safety and dependability requirements
	Y
	Y
	Y
	Y

	5.2.4.9a.
	Format and delivery medium of exchanged data
	Y
	Y
	Y
	Y

	5.2.5a.
	SRR
	Y
	Y
	Y
	Y

	5.3.2.1a.
	Software life cycle definition
	Y
	Y
	Y
	Y

	5.3.2.1b.
	Software life cycle definition
	Y
	Y
	Y
	Y

	5.3.2.1c.
	Development strategy, standards, techniques, development and testing environment
	Y
	Y
	Y
	Y

	5.3.2.1d.
	Software life cycle definition
	Y
	Y
	Y
	Y

	5.3.2.2a.
	Identification of interface between development and maintenance
	Y
	Y
	Y
	Y

	5.3.2.3a.
	Software procurement process documentation and implementation
	Y
	Y
	Y
	Y

	5.3.2.4a.
	Automatic code generation management
	Y
	Y
	Y
	Y

	5.3.2.4b.
	Automatic code generation management
	Y
	Y
	Y
	Y

	5.3.2.4c.
	Automatic code generation management
	Y
	Y
	Y
	Y

	5.3.2.4d.
	Automatic code generation management
	Y
	Y
	Y
	Y

	5.3.2.4e.
	Automatic code generation configuration management
	Y
	Y
	Y
	Y

	5.3.2.5a.
	Changes to baseline procedures
	Y
	Y
	Y
	Y

	5.3.3.1a.
	Joint review reports
	Y 
	Y 
	Y 
	Y 

	5.3.3.2a.
	Software project reviews included in the software life cycle definition
	Y
	Y
	Y
	Y

	5.3.3.2b.
	Review Plan
	Y
	Y
	Y
	Y

	5.3.3.3a.
	Software technical reviews included in the software life cycle definition
	Y
	Y
	Y
	Y

	5.3.3.3b.
	Technical reviews process
	Y
	Y
	Y
	Y

	5.3.3.3c.
	Software technical reviews included in the software life cycle definition
	Y
	Y
	Y
	Y

	5.3.4.1a.
	Approved requirements baseline
	Y
	Y
	Y
	Y

	5.3.4.2a.
	Approved technical specification and interface, architecture and plans
	Y
	Y
	Y
	Y

	5.3.4.2b.
	Approved technical specification and interface
	Y
	Y
	Y
	Y

	5.3.4.3a.
	Approved design definition file and design justification file
	Y
	Y
	Y
	Y

	5.3.4.3b.
	Approved detailed design, interface design and budget
	Y
	Y
	Y
	Y

	5.3.4.4a.
	Qualified software product
	Y
	Y
	Y
	Y

	5.3.4.5a.
	Accepted software product
	Y
	Y
	Y
	Y

	5.3.5.1a.
	Confirmation of readiness of test activities

For validation and acceptance test activities only
	Y
	Y
	Y
	Y

	5.3.5.2a.
	Approved test results

For validation and acceptance test activities only
	Y
	Y
	Y
	N

	5.3.6.1a.
	Flight software review phasing
	Y
	Y
	Y
	Y

	5.3.6.1b.
	Flight software review phasing
	Y
	Y
	Y
	Y

	5.3.6.2a.
	Ground software review phasing
	Y
	Y
	Y
	Y

	5.3.7.1a.
	Interface management procedures
	Y
	Y
	Y
	Y

	5.3.8.1a.
	Technical budgets and margin philosophy for the project
	Y
	Y
	Y
	Y

	5.3.8.2a.
	Technical budgets and margin computation
	Y
	Y
	Y
	Y

	5.3.9.1a.
	E40 compliance matrix
	Y
	Y
	Y
	Y

	5.3.9.2a.
	E40 compliance matrix
	Y
	Y
	Y
	Y

	5.4.2.1a.-a.
	Functional and performance specifications, including hardware characteristics, and environmental conditions under which the software item executes, including budgets requirements
	Y
	Y
	Y
	Y

	5.4.2.1a.-b.
	Operational, reliability, safety, maintainability, portability, configuration, delivery, adaptation and installation requirements, design constraints
	Y
	Y
	Y
	Y

	5.4.2.1a.-c.
	Software product quality requirements (see ECSS-Q-ST-80 clause 7.2)
	Y
	Y
	Y
	Y

	5.4.2.1a.-d.
	Security specifications, including those related to factors which can compromise sensitive information
	Y
	Y
	Y
	Y

	5.4.2.1a.-e.
	Human factors engineering (ergonomics) specifications, following the human factor engineering process described in ECSS-E-ST-10-11
	Y
	Y
	Y
	Y

	5.4.2.1a.-f.
	Data definition and database requirements
	Y
	Y
	Y
	Y

	5.4.2.1a.-g.
	Validation requirements
	Y
	Y
	Y
	Y

	5.4.2.1a.-h.
	Interfaces external to the software item
	Y
	Y
	Y
	Y

	5.4.2.1a.-i.
	Reuse requirements
	Y
	Y
	Y
	Y

	5.4.2.2a.
	Specifications for in flight software modifications
	Y
	Y
	Y
	Y

	5.4.2.3a.
	Software logical model 
	Y
	Y
	N
	N

	5.4.2.3b.
	Software logical model method
	Y
	Y
	N
	N

	5.4.2.3c.
	Behavioural view in software logical model
	Y
	Y
	N
	N

	5.4.2.4a.
	SWRR
	Y
	Y
	Y
	Y

	5.4.3.1a.
	Software architectural design
	Y
	Y
	Y
	Y

	5.4.3.2a.
	Software architectural design method
	Y
	Y
	Y
	Y

	5.4.3.3a.
	Computational model
	Y
	Y
	Y
	Y

	5.4.3.4a.
	Software behaviour
	Y
	Y
	N
	N

	5.4.3.5a.-a.
	Preliminary external interfaces design
	Y
	Y
	Y
	Y

	5.4.3.5a.-b.
	Preliminary internal interfaces design
	Y
	Y
	Y
	Y

	5.4.3.6a.
	Software intended for reuse - justification of methods and tools
	Y
	Y
	Y
	Y

	5.4.3.6b.
	Software intended for reuse - evaluation of reuse potential
	Y
	Y
	Y
	Y

	5.4.3.6c.
	Software architectural design with configuration data
	Y
	Y
	Y
	Y

	5.4.3.7a.
	Justification of reuse with respect to requirements baseline
	Y 
	Y 
	Y 
	Y 

	5.4.3.8a.
	Software integration strategy
	Y
	Y
	Y
	N

	5.4.4a.
	PDR
	Y
	Y
	Y
	Y

	5.5.2.1a.
	Software components design documents
	Y
	Y
	Ye
	Ye

	5.5.2.1b.
	Software components design documents
	Y
	Y
	Ye
	Ye

	5.5.2.1c.
	Software components design documents
	Y
	Y
	Ye
	Ye

	5.5.2.2a.-a.
	External interfaces design (update)
	Y
	Y
	Y
	Y

	5.5.2.2a.-b.
	Internal interfaces design (update)
	Y
	Y
	Ye
	Ye

	5.5.2.3a.-a.
	Software static design model
	Y
	Y
	Ye
	Ye

	5.5.2.3a.-b.
	Software dynamic design model
	Y
	Y
	Ye
	Ye

	5.5.2.3a-.c.
	Software behavioural design model
	Y
	Y
	Ye
	Ye

	5.5.2.4a.
	Software design method
	Y
	Y
	Y
	Y

	5.5.2.5a.
	Real-time software dynamic design model
	Y
	Y
	Ye
	Ye

	5.5.2.5b.
	Real-time software dynamic design model
	Y
	Y
	Ye
	Ye

	5.5.2.5c.
	Real-time software dynamic design model
	Y
	Y
	Ye
	Ye

	5.5.2.5d.
	Real-time software dynamic design model
	Y
	Y
	Ye
	Ye

	5.5.2.5e.
	Real-time software dynamic design model
	Y
	Y
	Ye
	Ye

	5.5.2.6a.
	Software behavioural design model techniques
	Y
	Y
	Ye
	Ye

	5.5.2.7a.
	Compatibility of real-time design methods with the computational model
	Y
	Y
	Y
	Y

	5.5.2.8a.
	Software user manual
	Y
	Y
	Y
	Y

	5.5.2.9a.
	Software unit test plan
	Y
	Y
	Y except SUITPK.9 and K10K.9 and K10
	Y except SUITPK.9 and K10 and K.11

	5.5.2.10a.
	DDR
	Y
	Y
	Y
	Y

	5.5.3.1a.-a.
	Software component design documents and code (update)
	Y
	Y
	Ye
	Ye

	5.5.3.1a.-b.
	Software configuration file - build procedures
	Y
	Y
	Y
	Y

	5.5.3.2a.-a.
	Software component design document and code (update)
	Y
	Y
	Ye
	Ye

	5.5.3.2a.-b.
	Software unit test plan (update)
	Y
	Y
	Y
	Y

	5.5.3.2b.-a.
	Software component design document and code (update)
	Y
	Y
	Ye
	Ye

	5.5.3.2b.-b.
	Software unit test reports
	Y
	Y
	Ye
	Ye

	5.5.3.2c.
	Software unit test reports
	Y
	Y
	Ye
	Ye

	5.5.4.1a.
	Software integration test plan (update)
	Y
	Y
	Y except SUITP

K.9 and K10 
	N

	5.5.4.2a.
	Software integration test report
	Y
	Y
	Y
	N

	5.6.2.1a.
	Software validation plan - validation process identification
	Y
	Y
	Y
	Y

	5.6.2.1b.
	Software validation plan - methods and tools
	Y
	Y
	Y
	Y

	5.6.2.1c.
	Software validation plan - effort and independence
	Y
	Y
	Y
	Y

	5.6.2.2a.
	Independent software validation plan - organization selection
	Y
	Y
	N
	N

	5.6.2.2b.
	Independent software validation plan - level of independence
	Y
	Y
	N
	N

	5.6.3.1a.
	Software validation specification with respect to the technical specification 
	Y
	Y
	Y
	Y

	5.6.3.1b.
	Software validation specification with respect to the technical specification
	Y
	Y
	Y
	Y

	5.6.3.1c.
	Software validation specification with respect to the technical specification
	Y
	Y
	Y
	Y

	5.6.3.2a.
	Software validation report with respect to the technical specification
	Y
	Y
	Y
	Y

	5.6.3.3a.
	Software user manual (update)
	Y
	Y
	Y
	Y

	5.6.3.4a.
	CDR
	Y
	Y
	Y
	Y

	5.6.4.1a.
	Software validation specification with respect to the requirements baseline 
	Y
	Y
	Y
	Y

	5.6.4.1b.
	Software validation specification with respect to the requirements baseline
	Y
	Y
	Y
	Y

	5.6.4.1c.
	Software validation specification with respect to the requirements baseline
	Y
	Y
	Y
	Y

	5.6.4.2a.
	Software validation report with respect to the requirements baseline
	Y
	Y
	Y
	Y

	5.6.4.2b.
	Software validation report with respect to the requirements baseline
	Y
	Y
	Y
	Y

	5.6.4.3a.
	Software user manual (update)
	Y
	Y
	Y
	Y

	5.6.4.4a.
	QR
	Y
	Y
	Y
	Y

	5.7.2.1a.-a.
	Software product
	Y
	Y
	Y
	Y

	5.7.2.1a.-b.
	Software release document
	Y
	Y
	Y
	Y

	5.7.2.2a.
	Training material
	Y
	Y
	Y
	Y

	5.7.2.3a.
	Installation procedures
	Y
	Y
	Y
	Y

	5.7.2.4a.
	Installation report
	Y
	Y
	Y
	Y

	5.7.2.4b.
	Installation report
	Y
	Y
	Y
	Y

	5.7.2.4c.
	Installation report
	Y
	Y
	Y
	Y

	5.7.2.4d.
	Installation report
	Y
	Y
	Y
	Y

	5.7.3.1a.
	Acceptance test plan
	Y
	Y
	Y
	Y

	5.7.3.2a.
	Acceptance test report
	Y
	Y
	Y
	Y

	5.7.3.3a.
	Software product
	Y
	Y
	Y
	Y

	5.7.3.4a.
	Joint review report
	Y
	Y
	Y
	Y

	5.7.3.4b.
	Joint review report
	Y
	Y
	Y
	Y

	5.7.3.5a.
	Traceability of acceptance tests to the requirements baseline
	Y
	Y
	Y
	Y

	5.7.3.6a.
	AR
	Y
	Y
	Y
	Y

	5.8.2.1a.
	Software verification plan - verification process identification
	Y
	Y
	Y
	Y

	5.8.2.1b.
	Software verification plan - software products identification
	Y
	Y
	Y
	Y

	5.8.2.1c.
	Software verification plan - activities, methods and tools
	Y
	Y
	Y
	Y

	5.8.2.1d.
	Software verification plan - organizational independence, risk and effort identification
	Y
	Y
	Y
	Y

	5.8.2.2a.
	Independent software verification plan - organization selection
	Y
	Y
	N
	N

	5.8.2.2b.
	Independent software verification plan - level of independence
	Y
	Y
	N
	N

	5.8.3.1a.
	Requirements baseline verification report
	Y
	Y
	Y
	N

	5.8.3.2a.-a.
	Requirements traceability matrices
	Y
	Y
	Y
	Y

	5.8.3.2a.-b.
	Requirements verification report
	Y
	Y
	Y
	N

	5.8.3.3a.-a.
	Software architectural design to requirements traceability matrices
	Y
	Y
	Y
	Y

	5.8.3.3a.-b.
	Software architectural design and interface verification report
	Y
	Y
	Y
	N

	5.8.3.4a.-a.
	Detailed design traceability matrices
	Y
	Y
	Y
	N

	5.8.3.4a.-b.
	Detailed design verification report
	Y
	Y
	Y
	N

	5.8.3.5a.-a.
	Software code traceability matrices
	Y
	Y
	Y
	N

	5.8.3.5a.-b.
	Software code verification report
	Y
	Y
	Y
	N

	5.8.3.5b.
	Code coverage verification report
	See 5.8.3.5b.
	See 5.8.3.5b.
	See 5.8.3.5b.
	See 5.8.3.5b.

	5.8.3.5c.
	Code coverage verification report
	Y
	Y
	Y
	Y

	5.8.3.5d.
	Code coverage verification report
	Y
	Y
	Y
	Y

	5.8.3.5e.
	Code coverage verification report
	See 5.8.3.5e.
	See 5.8.3.5e.
	See 5.8.3.5e.
	See 5.8.3.5e.

	5.8.3.5f.
	Robustness verification report
	Y
	Y
	Y
	N

	5.8.3.6a.-a.
	Software unit tests traceability matrices
	Y
	Y
	N
	N

	5.8.3.6a.-b.
	Software unit testing verification report
	Y
	Y
	N
	N

	5.8.3.7a.
	Software integration verification report
	Y
	Y
	N
	N

	5.8.3.8a.-a.
	Traceability of the requirements baseline to the validation specification
	Y
	Y
	Y
	Y

	5.8.3.8a.-b.
	Traceability of the technical specification to the validation specification
	Y
	Y
	Y
	Y

	5.8.3.8b.-a.
	Validation report evaluation with respect to the technical specification
	Y
	Y
	Y
	Y

	5.8.3.8b.-b.
	Validation report evaluation with respect to the requirements baseline
	Y
	Y
	Y
	Y

	5.8.3.9a.
	Complement of validation at system level
	Y
	Y
	Y
	Y

	5.8.3.10a.
	Software documentation verification report
	Y
	Y
	Y
	N

	5.8.3.11a.
	Schedulability analysis
	Y
	Y
	Y
	N

	5.8.3.11b.
	Schedulability analysis (update)
	Y
	Y
	Y
	N

	5.8.3.11c.
	Schedulability analysis (update)
	Y
	Y
	Y
	N

	5.8.3.12a.
	Technical budgets - memory and CPU estimation
	Y
	Y
	Y
	Y

	5.8.3.12b.
	Technical budgets (update) - memory and CPU estimation
	Y
	Y
	Y
	Y

	5.8.3.12c.
	Technical budgets (update) - memory and CPU calculation
	Y
	Y
	Y
	Y

	5.8.3.13a.
	Software behaviour verification
	Y
	Y
	N
	N

	5.8.3.13a.
	Software behaviour verification
	Y
	Y
	N
	N

	5.8.3.13b.
	Software behaviour verification
	Y
	Y
	N
	N

	5.9.2.1a.
	Software operation support plan - operational testing specifications
	Y
	Y
	Y
	Y

	5.9.2.2a.
	Software operation support plan - plans and procedures
	Y
	Y
	Y
	Y

	5.9.2.3a.
	Software operation support plan - procedures for problem handling
	Y
	Y
	Y
	Y

	5.9.3.1a.
	Operational testing results
	Y
	Y
	Y
	Y

	5.9.3.2a.
	Operational testing results
	Y
	Y
	Y
	Y

	5.9.3.3a.
	Software product
	Y
	Y
	Y
	Y

	5.9.4.1a.
	Software operation support performance
	Y
	Y
	Y
	Y

	5.9.4.2a.
	Problem and nonconformance report
	Y
	Y
	Y
	Y

	5.9.5.1a.
	User’s request record - user’s request and subsequent actions
	Y
	Y
	Y
	Y

	5.9.5.1b.
	User’s request record - user’s request and subsequent actions
	Y
	Y
	Y
	Y

	5.9.5.2a.
	User’s request record - actions
	Y
	Y
	Y
	Y

	5.9.5.2b.
	User’s request record - actions
	Y
	Y
	Y
	Y

	5.9.5.2c.
	User’s request record - actions
	Y
	Y
	Y
	Y

	5.9.5.3a.
	User’s request record - work around solution
	Y
	Y
	Y
	Y

	5.9.5.3b.
	User’s request record - work around solution
	Y
	Y
	Y
	Y

	5.10.2.1a.
	Maintenance plan - plans and procedures
	Y
	Y
	Y
	Y

	5.10.2.1b.
	Maintenance plan - applicability of development process procedures, methods, tools and standards
	Y
	Y
	Y
	Y

	5.10.2.1c.
	Maintenance plan - configuration management process
	Y
	Y
	Y
	Y

	5.10.2.1d.
	Maintenance plan - problem reporting and handling
	Y
	Y
	Y
	Y

	5.10.2.1e.
	Problem and nonconformance report
	Y
	Y
	Y
	Y

	5.10.2.2a.
	Maintenance plan - long term maintenance solutions
	Y
	Y
	Y
	Y

	5.10.3.1a.
	Modification analysis report and problem analysis report
	Y
	Y
	Y
	Y

	5.10.3.1b.
	Modification analysis report and problem analysis report
	Y
	Y
	Y
	Y

	5.10.3.1c.
	Modification analysis report and problem analysis report
	Y
	Y
	Y
	Y

	5.10.3.1d.
	Modification analysis report and problem analysis report
	Y
	Y
	Y
	Y

	5.10.3.1e.
	Modification approval
	Y
	Y
	Y
	Y

	5.10.4.1a.
	Modification documentation
	Y
	Y
	Y
	Y

	5.10.4.2a.
	Modification documentation
	Y
	Y
	Y
	Y

	5.10.4.3a.
	Modification documentation
	Y
	Y
	Y
	Y

	5.10.4.3b.
	Modification documentation
	Y
	Y
	Y
	Y

	5.10.4.3c.
	Modification documentation
	Y
	Y
	Y
	Y

	5.10.4.3d.
	Modification documentation
	Y
	Y
	Y
	Y

	5.10.4.3e.
	Modification documentation
	Y
	Y
	Y
	Y

	5.10.5.1a.
	Joint review reports
	Y
	Y
	Y
	Y

	5.10.5.2a.
	Baseline for changes
	Y
	Y
	Y
	Y

	5.10.6.1a.
	Migration plan
	Y
	Y
	Y
	Y

	5.10.6.2a.
	Migration plan
	Y
	Y
	Y
	Y

	5.10.6.3a.
	Migration plan
	Y
	Y
	Y
	Y

	5.10.6.4a.
	Migration plan
	Y
	Y
	Y
	Y

	5.10.6.5a.
	Migration notification
	Y
	Y
	Y
	Y

	5.10.6.5b.
	Migration notification
	Y
	Y
	Y
	Y

	5.10.6.6a.
	Post operation review report
	Y
	Y
	Y
	Y

	5.10.6.6b.
	Post operation review report
	Y
	Y
	Y
	Y

	5.10.6.7a.
	Migration plan
	Y
	Y
	Y
	Y

	5.10.7.1a.
	Retirement plan
	Y
	Y
	Y
	Y

	5.10.7.2a.
	Retirement notification
	Y
	Y
	Y
	Y

	5.10.7.3a.
	Retirement plan
	Y
	Y
	Y
	Y

	5.10.7.4a.
	Retirement plan
	Y
	Y
	Y
	Y


Annex S  (informative)
General Tailoring

S.1 Tailoring of this Standard

The general requirements for selection and tailoring of applicable standards are defined in ECSS-S-ST-00.

It provides indication on the general way to tailor an ECSS standard, in particular the tailoring process and the tailoring templates. The templates are generic and deserve a more concrete description of the so–called programmatic and technical factors for software:

· Technical factors: 

· novelty of the domain of application;

· complexity of the software and the system;

· criticality level;

· size of the software;

· reusability required of the software being developed;

· interface to system development projects;

· degree of use of COTS or existing software;

· maturity of the COTS and completeness or stability of the user requirements.

· Operational factors: 

· type of application (e.g. platform, payload, and experiment);

· number of potential users of the software;

· criticality of the software as measured by the consequences of its failure;

· expected lifetime of the software;

· number of sites where the software is used;

· operation, maintenance, migration and retirement constraints.

· Management factors:

· amount of time and effort required to develop the software;

· budget requirements for implementing and operating the software;

· accepted risk level for the project;

· type of life cycle;

· schedule requirements for delivering the software;

· number of people required to develop, operate and maintain the software;

· complexity of the organization;

· experience of the supplier;

· financial resource.

For each particular project additional factors can be used. The factors can be evaluated through the characterisation of the project, identifying the features that influence the selection or not of each requirement. The following questions can help characterizing the project:

· Who are the customer, the supplier, the user, the maintainer, and the operator? Does the customer intend to delegate some tasks to the supplier?

· Where is the complexity of the project, in the requirements or in the design?

· What level of validation is necessary? Should the product be perfect at delivery, or is some room allowed for the user to participate to the tests, or is it a prototype to be dropped later on (or reused in the next phase)?

· What level of verification is necessary? Is it necessary to verify the requirements, or the code, or the test definition?

· What visibility into the design is wished? Does the project manager want to know everything on the detailed design and unit test, or does he trust the supplier for a part of the life cycle?

· Consequently, what are the necessary reviews to be selected into the project? Is it acceptable to merge some of them (as QR and AR, or SRR and PDR) or to waive others (such as CDR)?

· How much are COTS involved? Is the project an assembly of COTS products where the emphasis is in the COTS acceptance and integration?

· Is the software critical? Is it included into an hardware environment?

· How is the maintenance organized? Is it included fully in the current contract, or is the maintenance limited to the guarantee period?

Then the requirements in clauses 5 of this Standard are reviewed and placed in a table with an indication if they are applicable or not. The tailoring of this Standard can result in a short document including the project characteristics (as a justification for the tailoring) and the tailoring table.

An educated engineering judgment recommends that some requirement be never tailored out, such that the production of a minimum set of software requirements, a PDR to review them, the production of the code, a validation against requirement and an acceptance.

The tailoring of this Standard is implicitly a task of the Customer. When preparing the Invitation to Tender, the Customer proposes a tailored version of the standard as an indication of the level of software engineering to be applied for the project. However, some tailoring factors (such as criticality, detailed design complexity) may only be known after the grant of the contract. The Supplier is also part of the tailoring process and the resulting document is baselined in the RB (at SRR). The Customer can also delegate the tailoring to the Supplier, then review and accept the tailored version.

S.2 List of conditional requirements to be customized

This clause indicates the requirements of this Standard that are applicable in some cases, which are explicitly mentioned in the requirements.

5.2.2.3a in case the software includes HMI 

5.3.2.4b. when automatically and manually generated code coexist for the interface between them

5.3.4.2b. in case software requirements are baselined before the start of the architectural design for the SWRR

5.3.4.3b. in case software detailed design is baselined before the start of the coding for the DDR

5.3.6.1a for flight software

5.3.6.2a for ground software

5.4.2.2a when in flight modification is needed

5.6.2.2a in case the project warrants an independent validation effort

5.6.3.1c. and 5.6.4.1c. if it can be justified that validation by test cannot be performed

5.7.2.2a if training and support specified in the requirements baseline

5.8.3.5d. if it can be justified that the required percentage cannot be achieved by test execution

5.8.3.5e. in case of no traceability between source code and object code

5.10.2.2a if the spacecraft lifetime goes after the expected obsolescence date of the software engineering environment, for long term maintenance

5.10.6.1a if software needs to be migrated

5.10.6.4a and 5.10.7.3a if parallel operations of the old and new environments are conducted

S.3 List of requirements with customer - supplier agreement

This clause indicates the requirements for which an agreement between the customer and the supplier is needed during the project. 

The customer can consider addressing them in his statement of work before contract signature.

5.3.8.2a for the technical budgets and margin computation

5.8.3.5b. code coverage value

5.10.3.1e. maintenance procedures
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