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Annex A (normative)
Critical-item list - DRD

A.1 DRD identification

A.1.1 Requirement identification and source document

This DRD is called from ECSS-Q-ST-10-04, requirements 5.1.1c and 5.2.3.1c 

A.1.2 Purpose and objective

The purpose of this list is to summarise all critical items.

A.2 Expected response 

A.2.1 Contents

<1> Number

a. This list shall uniquely identify the critical item.

<2> Critical item

b. This list shall identify the critical item.

NOTE  A critical item can be a unit, subsystem, equipment, component, material, process, and function.

<3> Risks associated

c. This list shall contain the technical risk(s) associated with the critical item.

NOTE  This can be a reference to the associated entry in the Risk Register.

<4> Document reference

d. This list shall contain a reference to the document in which the item is identified as critical.

e. This list shall further contain a reference to the design, manufacturing and test documentation related to the critical item.

<5> Criticality level

f. This list shall include the criticality level of the critical item in accordance with the critical item classification as defined in clause 5.2.3.

<6> Cause

g. This list shall contain the description of the cause which makes this item critical.

<7> Control activities

h. This list shall contain planned activities to reduce or control the risk as defined in 5.2.4.2.

i. This list shall contain the statement of verification of the control implementation as defined in 5.2.4.2.

<8> Due date

j. The list shall show the expected completion date of the control activities.

<9> Status

k. The list shall provide the status of action as “Open” or “Closed”.

l. In case of closed action, the list shall provide the reference to the close-out document.

A.2.2 Special remarks

The supplier can use the following template:
	No.
	Critical item
	Risks associated
	Reference doc.
	Criticality level
	Cause
	Control activities
	Due date
	Status

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	


	No.
	Unique item identifier.

	Critical item
	Identified critical item (e.g. unit, subsystem, equipment, component, material, process, and function).

	Risks associated
	Technical risk(s) associated with the critical item (refer to the associated entry in the Risk Register).

	Reference doc. 
	Reference document in which the item is identified as critical.

	Criticality level
	In accordance with the critical item classification as defined in clause 5.2.3

	Cause
	Description of the cause which makes this item critical.

	Control activities 
	(Refer to clause 5.2.4.2 Task 7) Planned activities to reduce or control the risk and statement of verification of the control implementation (e.g. design and operational requirements, test, inspection and failure history).

	Due date
	Expected completion date of activities.
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